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Abstract

These Application Notes describe the configuration steps for configuring Formula Totalview
Connector for Avaya IP Office™ 2019 with Avaya IP Office R11.0 using the Centralized CTI
Web Services APl to give presence information, call control, device control and call
monitoring.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as the observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps for configuring Formula Totalview
Connector for Avaya IP Office™ 2019 with Avaya IP Office R11.0. Formula Totalview
Connector for Avaya IP Office™ (Totalview) integrates with Avaya IP Office using the
Centralized CT1 Web Services API to provide presence information, call control, device control
and call monitoring.

Totalview can be categorized within the following 3 sub-processes:

e |dentify an employee by means of comprehensive advanced search function.

e Observe the employee's availability with information such as status for fixed and mobile
phone, physical presence (from in/out system), calendar appointments and cause of
absence.

e Serve the caller in this context, including directly or announced transfer to landline or
mobile phone, call waiting on busy station, call on hold, or transfer call to vacant
department colleague (all dept. colleagues can readily be observed when an employee is
identified, including their current phone status). Alternatively, send message to staff via
e-mail or SMS.

The Avaya IP Office solution consists of a primary server and an IP500 V2 expansion. Both
systems are linked by IP Office Line IP trunks that can enable voice networking across these
trunks to form a multi-site network. Each system in the solution automatically learns each other’s
extension numbers and user names. This allows calls between servers and support for a range of
internal call features. Totalview integrates with Avaya IP Office using the Centralized CTI Web
Services API on the Server edition only, there is no connection to the IP500 V2 expansion.

Centralized CTI Web Services API was introduced on IP Office Server Edition R11.0 and
provides, along with other services, presence services to the third party. With previous versions
of IP Office, a TAPI connection to each IP Office node was required in order to provide
‘Presence’. With the introduction of Centralized CTI Web Services API, a single third-party
server is now the requirement which will provide presence for all IP Office nodes. Centralized
CTI Web Services API has also been called “OpenAPI”. Centralized CTI Web Services uses
one-X® Portal, which is installed with IP Office Server edition by default and this must be
configured along with some security settings on IP Office, (see Section 5).

2. General Test Approach and Test Results

This section describes the compliance testing used to verify interoperability of Totalview with IP
Office and covers the general test approach and the test results. The general test approach was to
configure the Totalview to communicate with IP Office as implemented on a typical customer’s

premises.

Totalview is installed on a Windows 2016 server. Totalview switchboards are installed at the
users and are used for call control, device control and call monitoring.
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Totalview integrates with Avaya IP Office using the Centralized CTI Web Services API to
provide presence information, call control, device control and call monitoring.
e Call control is used, for example, to make/receive/transfer/forward calls.
e Device control is used to enable and disable Forwarding and Do Not Disturb on all sets.
e Call monitoring is used to follow the call in the system, for example, to see who is
calling, who was called, when was the call answered, dropped, transferred etc.

Totalview also uses the “Management API” to do hunt group management, to view who is a
member of a hunt group and to add and remove members from hunt groups.

Centralized CTI Web Services API is used to provide presence information to Totalview, with
one server connecting to the IP Office Server Edition. Note that some configuration of Avaya
one-X® Portal is required on the Server Edition which is covered in Section 5.2.

DevConnect compliance testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect compliance
testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

Avaya recommends our customers implement Avaya solutions using appropriate security and
encryption capabilities enabled by our products. The testing referenced in these DevConnect
Application Notes included the enablement of supported encryption capabilities in the Avaya
products. Readers should consult the appropriate Avaya product documentation for further
information regarding security and encryption capabilities supported by those Avaya products.

Support for these security and encryption capabilities in any non-Avaya solution component is
the responsibility of each individual vendor. Readers should consult the appropriate vendor-
supplied product documentation for more information regarding those products.

For the testing associated with these Application Notes, the interface between Avaya systems
and Totalview did not include use of any specific encryption features as requested by Formula.

2.1 Interoperability Compliance Testing

The interoperability compliance testing evaluates the ability of Totalview to control Avaya
endpoints on IP Office using the CTI Web Services API. The testing included typical functions
including:
e Answer internal/external calls.
Make calls using Totalview lookup.
Calls to busy numbers.
Hold/Unhold.
Transfers (Blind/Supervised).
Transfers to External/Mobile numbers.
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Set/Cancel Call Forwards.

Toggle DND

Add/remove hunt group member
Hunt Group member sign in/out

e Calls to Hunt Groups.

e Serviceability/simulated LAN failures

2.2 Test Results

Tests were performed to insure full interoperability between Totalview and IP Office. The tests
were all functional in nature and performance testing was not included. All the test cases passed
successfully with the following observations noted.

1. When implementing a blind transfer to a ‘busy’ or an ‘invalid’ number using the
Totalview switchboard GUI the call behaves differently if the switchboard is in control of
a digital set or an IP set. The digital set will not transfer the caller to a busy or invalid
number where the IP set will, and this call will return to the switchboard if the recall
timer is configured on IP Office.

2. The ‘Divert’ feature on the Totalview switchboard does not work when the switchboard
diverts calls to Avaya SIP phones. The Divert feature allows incoming calls get diverted
to an IP Office user. If this user happens to be using a SIP phone, then the call fails to
divert, although the call logs claim it has. Avaya are investigating the issue.

2.3 Support
Technical support from Formula can be obtained through the following:
Web: https://www.total-view.com
Phone: +298 344000
E-mail: support@total-view.com
PG; Reviewed: Solution & Interoperability Test Lab Application Notes 4 of 24
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3. Reference Configuration

Figure 1 illustrates the network topology used during compliance testing. Totalview was
configured to connect to IP Office Server Edition using the Centralized Web Services API. Calls
were routed to an Avaya SIP and an Avaya H.323 phone on the IP Office Server Edition and a
Digital phone on the IP500 V2 expansion. The Totalview switchboard used each of these Avaya
phones during compliance testing to allow call control and device control. Centralized CT1 Web
Services API is used to provide presence information, call control, device control and call
monitoring information to the Totalview Operator, with one Windows 2016 server connecting to
the IP Office Server Edition.

Simulated PSTN
(SIP Trunk)

IP Office ]'"web :‘:,'Iwces--- Formula Totalview

Server Edition Connector for
J Avaya IP Office™

Avaya Endpoints

IP Office

Avaya Endpoints IP500V2 Expansion

Simulated PSTN
(ISDN — TDM)

Figure 1: Formula Totalview Connector for Avaya IP Office™ with Avaya IP Office using
Centralized Web Services API
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment/Software Version/Release
Avaya IP Office Server Edition running on a virtual R11.0.4.1.0 Build 11
platform

Avaya IP Office IP500 V2 R11.0.4.1.0 Build 11
Avaya 1140e Deskphone (SIP) R04.04.33.00

Avaya 96x1 Deskphone (H.323) R6.6.115

Avaya 1608-1 Deskphone (H.323) R1.350B

Avaya 9508 Digital Deskphone R60

Formula Totalview Connector for Avaya IP Office™ 2019.1.7.0

running on a Windows 2016 Server o

Note: Compliance Testing is applicable when the tested solution is deployed with a standalone
IP Office IP500 V2 and also when deployed with IP Office Server Edition in all configurations.
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5. Configuration of Avaya IP Office

Configuration and verification operations on IP Office illustrated in this section were all
performed using Avaya IP Office Manager. The information provided in this section describes
the configuration of the IP Office for this solution. It is implied that a working system is already
in place. For all other provisioning information such as initial installation and configuration,
please refer to the product documentation in Section 9. The configuration operations described in
this section can be summarized as follows:

From the Avaya IP Office Manager PC, go to Start - Programs - IP Office - Manager to
launch the Manager application (not shown). Tick the required server to log into, seen as the
connection is to the IP Office Server Edition, this was ticked below. Log in using the appropriate
credentials.

I
File Edit View Tools Help

25-H BER]A v &2

IP Offices |
K sooTP 2
i Operator (3)
&=
Name IP Address  Type Version Edition
Server Edition Expansion 11.0
O  posoovzrG 10.10.40.20 1P 500V2 11.04.1.0 build 11 Server (Expansion)
Server Edition 11.0
IPOSEPG 10104025 IPO-Linux-PC  11.0.4.1.0 build 11 Server (Primary)
Configuration Service User Login
IP Office: IPOSEPG (Primary System - IPO-Linux-PC)
Service User Name |Admm|strator ‘
Service User Password [sesseeess ‘
Cancel Help
TCP Discovery Progress
Open with Server Edition Manager
Unit/Broadcast Address
PG; Reviewed: Solution & Interoperability Test Lab Application Notes 70f24
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5.1 Configure Centralized CTI Web Services

This section goes through the steps required in order to setup CTI Web Services on IP Office in
order to provide presence information, call control, device control and call monitoring to the
Totalview server.

To get access to CTI1 Web Services from the Totalview server an application user must be
created for this purpose. This user must not have the same name as an ordinary One-X® Portal
user, so create a unique user group and user as shown in the following steps.

Navigate to File - Advanced - Security Settings, to open Security Settings in the IP Office
Manager as shown.

t Avaya IP Office Manager for Server Edition IPOSEPG [11.0.4.1.0 build 11]

File | Edit View Toocls Help
Open Configuration...  Ctrl+0
Clase Configuration - -
[ Save Configuration Ctrl+5

g Save Configuration As..,

Change Werking Directory... erver Edition F'rimary

PG; Reviewed:
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Preferences...
Offline , | Hardware Inst.alled .
ontral | nit 1P innv B
Advanced Erase Configuration (Default)
Backup/Restore Reboot...
Import/Export Systern Shutdown...
Exit Audit Trail...
,,,,,‘_L_J IPOSEPG Security Settings...

529 [POS00VIPG

Erase Security Settings (Default)

Ermnbedded File Management...
Format IP Office 50 Card
Recreate IP Office S0 Card
Memory Card Command

Launch Veoicemail Pro Client
System Status
Initial Configuration

Generate WebLM D

Solution & Interoperability Test Lab Application Notes
©2019 Avaya Inc. All Rights Reserved.

8of24
Totalview_IPO11



Create a new Rights Group and give that group rights to both the one-X CTI API and
Management API. Right-click on Rights Groups and select New, as shown below.

Security Settings

w5y System (1)

@l Services (7)

Rif
Group)

=8 ] Rights G =
----- i@ Administrato |_|-—J'ic Mew
----- 8 System Stat{ ¥ Delete
----- i@ TCPA Group .
_____ m IPDECT Gro +  Validate
..... m Security Adn Rename
----- if§ Backup Adm .
..... ﬂ Upgrade Ad Show in Groups
""" ﬂ System Adm Customise Columns
----- i Maint Admin

Give the new group a suitable Group Name.
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Cancel
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Click on the External tab and tick the one-X CTI API box and both Management API boxes,

as shown below.

Rights Group: CTIWebServices

Group Detaile  Corfiguration  Security Administration  System Status  Telephony APls  HTTP  Web Services Extemal

IP Office Service Rights

[] Voicemail Pro Basic

[] Voicemail Pro Standard

[] Voicemail Pro Administrator
[] one-X Portal Administratar
[] one-X Portal Super User

] Web Cortrol Administrator
[ ] Web Control Security

[] WebRTC Gateway Administrator
[ ] AM Server Administrator
Management AF| Read
Management APl Wite

[] Media Manager Administrator
[] Media Manager Standard
] Reporter Administrator

one-# CTI AP

Right-click on Service Users and select New, as shown, this will create a new user that can be
used by the Totalview server as per Section 6.

Security Settings

] Security

(B General
[#-%% System (1)
- Services (7)
- Rights Groups (19)
ﬂg Service Lsers (121

ENew

¥ Delete
«  Validate
Rename

Show in Groups

Customise Columns
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Enter a suitable Name and Password for the user as shown and click on OK.

Mew Service User Details

Mew User Narme | totalview |

Mew User Password SEBEBBBES |

Re-enter Mew User Password sesssascsl |
oK Cancel

Ensure that the user is part of the group that was configured previously and that No Account
Expiry is ticked as shown. Click on OK at the bottom of the screen (not shown below).

Security Settings Service User: totalview
e ﬂ| Security Service User Details
@ General
=y System (1) Name |tota|view
@ Services
- Rights Groups (19) Password | Change Clear Cache
Bh Service Users (12) Account Status | Enabled ~
----- $ Administrator
----- & EnhTopaService <None> w
----- &+ PDECTService
..... §+ BranchAdmin No Account Expiry
----- $ BusinessPartner ‘ 0 R
..... § Maintainer ecember 2019
""" i& OpenAPIUserPG Sun Mon Tue Wed Thu Fri  5at
""" & OpenAPI Accourt Expiry 24 25 2 27 28 29 30
----- ig Servicelser 1 2 3 4 El 6 7
----- ig DirectoryService 2 9 W0 1 12 13 14
-y MCMAdmin 13 1% 17 18 19 20 2
22 23 24 25 26 27 28
28 30 #H 1 2 3 4
[ Today: 05/12/2019
Rights Group Membership
[] Customer Admin -~
[ Mairtainer
[[] Management APl Group
] SMGR Admin
[] Open API Group
[] OpenAPIGp
[] Directary Group
] MCM Admin
CTIWebServices
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Click on the Save icon at the top of the screen, as shown.
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%™ Avaya IP Office Manager for Server Edition - Securi

File  Edit View Help

ald]= &)=

Security Settings

-3 Services (7)

- Rights Groups (19)
=y Service Users (12)
----- & Administrator

----- & EnhTepaService
----- & |PDECTService
----- & BranchAdmin

----- &+ BusinessPartner
----- & Maintainer

----- & OpenAPlUserPG
----- & OpenAPI

----- &y Servicellser

----- &, DirectoryService
----- & MCMAdmin

----- & totalview
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5.2 Configure Avaya one-X® Portal

If the connection from the Totalview connector is not using SSL the CTI Web Services must be
allowed access to HTTP on port 8080. This is done on One-X® Portal Administrator under
security.

Open a web browser to the IP Office Server Edition on
https://<Server 1P>:9443/onexportal-admin.html. Enter the appropriate credentials and click
on Login.

el\ f>}}|A https://10.10.40.25:9443/onexportal-admin. html D - @ Certificate error & || A\ one-X Portal Administrator ‘ ‘

User Login AFA Login

Administrator [Administrator |

[se0sssnnd |

Language English~

© 2017 Avaya Inc. All Rights Reserved. View EULA

Click on Security in the left window and on HTTP/HTTPS Protocol and ensure that that
Unsecure and Secure (HTTP and HTTPS) button is selected and click on Save.

'Q ﬁ>\'|A https://10.10.40.25:9443 /onexportal-admin.html#AdminSecurityProtec 2O » € Certificate error ¢ ” A\ one-X Portal Administrator ‘ ‘

WA » .
" H ‘Welcome
=23 Portal for IP Office
Health W HTTR/HTTPS Protocol
Configuration Select HTTP/HTTPS Protocol
Security () secure Connection (HTTPS) Only
HTTEMHTTPS Protocal @:3‘ Unzecurs and Sacure (HTTP and HTTRPS)
TLS Seffings —
ESNA Authentication | Save |
Note:
= HTTP is insecurs and prone fo egvesdropping attacks.
= Changss to Securs Connection settings require one-X Portal server restart. The one-X Portal will NOT function till the servics iz restarted
P TLS Settings
P ESNA Authentication
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Once Save is pressed above the following message is displayed, click on Yes.

Confirm

The one-X Portal will NOT funciion till the service is
restarted. Are you sure to change the protocal?

Yes | No

Once Yes is pressed above the following message is displayed, click on Yes again. The One-X®
Portal will now restart and will log out the user automatically and will be offline for 2-3 mins.
Confirm
Your change has been saved successfully. one-X

Partal service needs to be restarted. Do you want to
restart one-X Portal service?

Yes | No

This concludes the setup on IP Office for CTI Web Services connections.
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6. Configure Formula Totalview Connector for Avaya IP
Office™

This section describes the steps performed to configure Totalview. It is implied that the
Totalview software is already installed. For all other provisioning information such as initial
installation and configuration, please refer to the product documentation in Section 9.

To configure the connection to IP Office, open the Totalview3Admin as shown below.

Open File - Security Warning x
2] We can't verify who created this file. Are you sure you want to run this file?
Totalview
S hbosay i E Name: \{TOTALVIEW\Admin\Totalview3Admin.exe |
_ Type: Application

. From: SAWTOTALVIEWNADmin' Totahview3Admin.exe
Totalview

setup Run Cancel

n'."./.;

Totalviews3...

you don't recognize can harm your PC, Only run this file if you trust

I E' This file is in a location ocutside your local network. Files from locations
- the location. What's the risk?
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To add a new connection, click on New Connector. Telephony should be selected as the
Category and IPOffice selected as the Subtype. The OneX Port should be set to 9443 and PBX
Port to 7070. The IPOffice Service User and Password should be set to that configured in
Section 5.1.

& Totalview Administration — O b

2 @ T L we € 5 B ®

Template Custom fields Client settings Connectors Devices Forwarding Server

-
el
]
T

Connectars  Overview

Connectar
1 |POffice Marne IPDifice Categaory Telephary
(Telephony)
Caption IPOffice Subtype IPOffice
Active
IPOffice connection
Server address 10.10.40.25 Qe Part 9443
Application version 11.0100.38 PB Port 7070
Mumber settings
International prefix International code
Local start rumber 1000 Local end rumber 9999
Incoming trunk code l:l Outgaing trunk. code l:l
Behavior configuration
Group filker | |
£ Christina Thomphson [Mot secure] TOTALVIEW:3333  29-11-2019 14:54
PG; Reviewed: Solution & Interoperability Test Lab Application Notes 17 of 24
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There were a number of users already configured and one of these was edited to add the IP
Office extension number to this user. The user below, Matthew Fuller, was selected and the
Value under Contact Information was double-clicked.

& Totalview Administration

2 @
.
User State

F L oW e & &

Template Custom fields Client settings Connectors Devices F ing Server i C

Filter Totalview

a Christina Thomphso
& Christopher Racciff
& David Schulz

a Frederick Brown

a James Warren

& JessicaEdwards
& John Garret

& JoshuaWilliams

& Laura Clarke

®  Q Matthew Fuller

& MelissaAndrews
& Michael Thomas
& Michelle Martin
& Rebecca Parker
& Robert Kelly

a Ryan Roach

a Sam Dickinson
a Sarah Jones

a Tina Townsend
& TinaWhite

& Walther Smith

Type

Floating
Fixed

Floatina

@ Lol

e-mal

Contact Information

SMS Ancnym
| LicenseLine Assi e From G| #Availa | #Used
Activellser 100
Basicllser [} o ] Login
SmartPhanellser =

Activate

Deactivate
| Value

B | i Dm:;n Password Mobile Passwor
| matthewf@total-view.com B
Add
odify
Delete
/A, Christina Thomphson [Mot secure] TOTALVIEW:3333  28-11-2019 14:57

Call Group Admin

®) Active (21) _) Deactive (0) Identity

Calendar Synchronization
| calen| cale Name Matthew Surname  Fuller Synchronized =
MF Key Locked ]
Windows  matthewf Q50 Calendarld matthewf@total-view.com
Broadworks Calendar w
Custom Fields Settings
Title Office manager Adrin ] LogExternal
Division Administration ~ || Switchboard Smart Phone ]
Location New York ~| | Reception [0 Call Statistics Repert [
Skills Remote Calling [0 SharePoint ]
Number Log Use Attachments [
Disable AD Resy Att, must load ]
ic: Publish user ]

cus

00/12/2007 ~

Deactivate

The Value is then changed to 5150 as shown, click on OK to save.
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The settings for this user can be altered as shown below under the Settings module. The user can
be added to a Call Group and to the Switchboard, so they are log into the Totalview

switchboard.
& Totalview Administration — O X
» - - =
= 4 x ~ - | _
S @ ol W € € 5 W Wk
User State Template Custom fields Client settings Connectors Devices F ing Server il C i Ph book
@) Active (21) ~) Deactive (0) Identity Synchronization
| calen | calefi ikl Matthew Surname  Fuller Synchronized [
Filter | Totalview  MF Key Locked 0o
& Christina Thomphso Windows  matthewf 0so Calendar Id matthewf@total -view.com
- Broadworks
@ Christopher Radcif Calendar i
& David Schuliz Custom Fields Settings
& Frederick Brown Title Office manager Admin [ LogExternal
2 James Warren Division Administration ~ | I Switchbeard Smart Phone =
2 Jessica Edwards Location MNew York ~ | | Reception O  Call Statistics Report [
. ; Remete Callin SharePoint
& John Garret Skills g O O
n MNumber Log Use Attachments [
@ Joshua Willams Disable AD Resync [  Att. must load O
& lLaura Clarke Publish user 0a
@ & Matthew Fuller Call Group Admin [
& MelissaAndrews SMS Anonymous [
n Type | LicenseLine
Michael Thomas
e Floating  Activelser 100
& Michelle Martin
a@ Fixed BasicUser 0a 0 0 Login
& Rebecca Parker _
Flnatinn SmartPhnnellzer =1 100 Activate 09/12/2007 ~ Activate
& Robert Kelly s —
= Contact Information Deactivate  |[]29/11/2018 ~ Deactivate
& Ryan Roach Move Up
2 . T Password Mobile Passwor
Sam Diick
@ SamDickinson @ Local 5150 B | tiove Down
@ SarahJones e-mail matthewf@total-view.com ®
a TinaTownsend Add
& TinaWhite Modify
2 Walther Smith Dl
¥, Christina Thormphson [Not secure] TOTALMIEW:3333  29-11-2019 14:58
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7. Verification Steps

This section illustrates the steps necessary to verify that the Totalview is configured correctly to
connect to IP Office.

From the PC that has Totalview installed, open the Totalview Switchboard as shown below.
Enter the appropriate credentials and click on Sign In.

TV
2]

Totalview
Switchboard

Switchboard

Totalview

User Name

mf

Password

Windows User 0a

Sign In
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Once the application is opened, a screen something like the following appears. Please note that
the contacts and group information shown below is that of the DevConnect lab and this will look
different for different customer sites. The screen below shows an idle switchboard, with a call
queued at the Totalview user Matthew Fuller as described in Section 6 with associated IP
Office user 5150.

[B Totalview (Licensed to HCA AIRPORT) - 3
!i Switchboard (5150) € Matthew Fuller - Phone Settings ~ My Shortcuts ~
Pickup ._'ilHangup Q oa @ Dvert @ Muteon @] & ChangeStte B Make Appointment [ Phonebook Open Reports [0 Fin Filters w
Transfer () Consult @) Hold () muteoff (N | EE Phone Ferwardi | Local E
S @ Not registered
5150 In
H
—— o = mems
@ Christina Thomphsen 5123 Out
5 Matthew Fuller  Caller & Busy
& 2000 § 5150 @ Christopher Radcliff 5120 © Busy
{ @ Matthew Fuller @ David Schultz 5151 & Lonch
Referrer © Private
Frederick Brown In 5250 1 @ sick
& Vacat
@ James Warren 5221 92000 —
L35 L @ Jessica Edwards 5201 Serlin
= @ John Garrett 5121 Copenhagen
London
Target =
arg @ Joshua Williams 5126 Moscon
@ Lourz Clarke 5122 New York
i @ Matthew Fuller 5150 Oslo
Caller History Paris
@ Melissa Andrews 4151 Stockholm
© Micheel Thomes 4149
@ Michelle Martin 4148 Administration
Development
@ Rebecca Parker 4147 T
@ Robert Kelly 4146 Logistic
Market
Handled Calls @ Ryan Roach 4143 S;E'S g
Retrieve o @ sem Dickinson 4140 Support
@ SorchJones Not registered 4139 0g
@ Tine Townsend 4159
@ Tine White 4135
@ Walther Smith 4134
[sate  [u|Appointments 5| call Groups
matthewf@total-view.co | e-mail  Cancel Matthew Fuller o4
SMS  Templates Sl
Telephonem  Urgent mess
[Mot secure] Matthew Fuller logged onto localhost as switchboard  Logout Mescage
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With the call answered by clicking on Pickup, (top left of the screen below), the call can then be
processed using the buttons displayed on the screen below.

|E Totalview (Licensed to HCA AIRPORT)
E‘"" Switchboard (5150) I v Phone Settings ~

Pickup ‘.‘ Hang up o Dial (J Divert 0 Mute Cn @ = Change State B Make Appointment [l Phonebocok E Open Reports
Transfer c. Consult 0 Hold c‘ Mute Off "‘ Name M| Text Phone Forwardi

Participants @ Christina Thomphsen 5123
O Matthew Fuller Caller
’t\') 2000 @ 5150 @ Christopher Radcliff 5120
2000 @ David Schultz 5151
Refi
Erer Frederick Brown In 5250
Matthew Fuller
5150 @ James Warren 5221
LzEil=inzio @ Jessica Edwards 5201
= @ lohn Garrett 5121
Target @ Joshua Williams 5126
@ Laura Clarke 5122

i
@

Matthew Fuller 5150

Caller History
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8. Conclusion

These Application Notes describe the configuration steps for Totalview Connector for Avaya IP
Office™ 2019 from Formula to interoperate with Avaya IP Office R11.0 using the Centralized
CTI Web Services API to provide presence information, call control, device control and call
monitoring. All feature functionality test cases were completed successfully with any issues and
observations noted in Section 2.2.

9. Additional References

This section references the Avaya and Formula product documentation that are relevant to these
Application Notes.

Product documentation for Avaya products may be found at http://support.avaya.com
[1] Avaya IP Office R11 Manager 11
[2] Avaya IP Office R11 Doc library

Product Documentation for Formula can be obtained at http://www.Total-view.com
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and
™ are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks
are the property of their respective owners. The information provided in these Application
Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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