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Abstract

These Application Notes describe the configuration steps for provisioning ATT-AudioText
Telecom AG Alarm Management Server to interoperate with Avaya Aura® Communication
Manager and Avaya Aura® Session Manager.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as any observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps required for ATT-AudioText Telecom
AG Alarm Management Server to successfully interoperate with Avaya Aura® Communication
Manager R7.0 and Avaya Aura® Session Manager R7.0. The ATT-AudioText Telecom AG
Alarm Management Server (ATT AMX) generates preconfigured or ad hoc alarms which were
signalled to Communication Manager as calls via a SIP Trunk between the ATT-AudioText
Telecom AG Alarm Management Server and Avaya Aura® Session Manager.

2. General Test Approach and Test Results

The interoperability compliance testing evaluates the ability of The ATT AMX server to send an
Alarm notification both orally and visually to various Avaya endpoints. For the conformance
tests described by these Application Notes, ATT AMX Alarm Management Server and
Communication Manager were configured to operate a follows:

e Each alarm consisted of an audio message and a text message. The text message was sent
as the calling party name (which can have a maximum length of fifteen characters) and was
thus visible for alarms to local extensions and DECT endpoints (but not PSTN endpoints).

e Alarms were also configured such that the alarm recipient must acknowledge via keypad
input, thus preventing alarms which were answered by voicemail systems from being
considered as delivered.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.
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2.1. Interoperability Compliance Testing

The compliance testing included the test scenarios shown below. Note that when applicable, all tests

were performed with Avaya SIP deskphones, Avaya H.323 deskphones and PSTN endpoints.
e Alarm creation via text-to-speech and via telephone input

Alarm delivery to idle station

Alarm to busy station

Alarm to station, no answer

Alarm to station with coverage enabled, no answer

Alarm to station with call forwarding enabled

Alarm to unavailable station

Alarm to tandem station

Alarm to hunt group

Alarm to multiple endpoints

Automatic startup after power interruption

Recovery from interruption to interface to PBX

2.2. Test Results

The following observations were noted during testing.

e If alocal fixed extension which has no available call appearance receives an incoming alarm
call, the caller receives a “busy” indication: it makes no difference if it is a “priority” call.

e [fanalarm call is made to a diverted (call forwarding) station, the call is diverted: it makes
no difference if it is a “priority” call.

e Ifthe ATT AMX Alarm Management Server is disconnected from its LAN interface, no
alarms will be generated. The unit continues normal operation when the LAN interface is
reconnected.

2.3. Support

Support from Avaya is available by visiting the website http://support.avaya.com and a list of
product documentation can be found in Section 10 of these Application Notes.

Product information and support for ATT AG products may be found at:
e Website: www.attag.ch
e Help desk: +41 (0)44 908 60 04
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3. Reference Configuration

Figure 1 shows the network topology during compliance testing. The ATT AMX server is
connected to the telephony LAN and registers with Session Manager in order to be able to send
alarms to the Avaya H.323 and SIP deskphones on Communication Manager.

ATT-AudioText
Telecom AG Alarm
IManagement Server

Avaya Aura® Session

Avaya Aura® System
Manager R7.0

Manager R7.0

Avaya Aura® Communication

Manager R7.0
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Figure 1: Network Solution of ATT-AudioText Telecom AG Alarm Management Server
with Avaya Aura® Communication Manager R7.0 and Avaya Aura® Session Manager
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4. Equipment and Software Validated

The following equipment and software was used for the compliance test.

Equipment/Software

Version/Release

Avaya Aura® System Manager running on an Avaya
S8800 Server

R7.0.0.1

Build 7.0.0.0.16266-
7.0.9.7001011

Software Update Revision
7.0.0.1.4212

Avaya Aura® Communication Manager running on
an Avaya S8800 Server

R7.0 SP1

Build 7.0.0.1.0.441.22477
Software Update Revision
PLAT-rhel6.5-0010

Avaya G430 Media Gateway 37.20.0

Avaya Aura® Session Manager running on an Avaya | R7.0 SP1
S8800 Server 7.0.0.1.700102
Avaya 9611G H.323 Deskphone Release 6.6029
Avaya 9641G H.323 Deskphone Release 6.6029
Avaya 9641G SIP Deskphone Release 6.5.0
Avaya 9611G SIP Deskphone Release 6.5.0
ATT-AudioText Telecom AG Alarm Management 13.0.4.0

Server
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5. Configure Avaya Aura® Communication Manager

It is assumed that a fully functioning Communication Manager is in place with the necessary
licensing with a SIP Trunk in place to Session Manager. For further information on the
configuration of Communication Manager please see Section 10 of these Application Notes. The
following sections go through the following.

e Dial Plan Analysis

e |P Interfaces

e Network Region

e |P Codec

5.1. Configure Dial Plan Analysis

Use the change dialplan analysis command to configure the dial plan using the parameters
shown below. Extension numbers (ext) are those beginning with 2, 3, 4 and 5. Feature Access
Codes (fac) use digits 8 and 9 or #.

change dialplan analysis Page 1 of 12
DIAL PLAN ANALYSIS TABLE

Location: all Percent Full: 1

Dialed Total Call Dialed Total Call Dialed Total Call

String Length Type String Length Type String Length Type
2 4 ext
3 4 ext
4 4 ext
5 4 ext
8 1 fac
9 1 fac
* 3 dac
# 3 fac

5.2. Configure IP Interfaces

Shown below is an example of the nodes names used in the compliance testing. The name and IP
address of Session Manager is added. Use the change node-names ip command to configure the
IP address of Session Manager. SM100 is the Name used for Session Manager and 10.10.40.34
is the IP Address.

change node-names ip Page 1 of 2
IP NODE NAMES

Name IP Address
SM100 10.10.40.34
default 0.,0,0,0
G430 10.10.40.18
procr 10.10.40.13
procr6 88
SJW; Reviewed: Solution & Interoperability Test Lab Application Notes 6 of 28
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5.3. Configure Network Region

Use the change ip-network-region x (where x is the network region to be configured) command
to assign an appropriate domain name to be used by Communication Manager, in the example
below devconnect.local is used. Note this domain is also configured in Section 6.1 of these
Application Notes.

change ip-network-region 1 Page 1 of 20
IP NETWORK REGION
Region: 1

Location: 1 Authoritative Domain: devconnect.local

Name: default NR
MEDIA PARAMETERS Intra-region IP-IP Direct Audio: yes

Codec Set: 1 Inter-region IP-IP Direct Audio: yes
UDP Port Min: 2048 IP Audio Hairpinning? y

UDP Port Max: 3329
DIFFSERV/TOS PARAMETERS
Call Control PHB Value: 46
Audio PHB Value: 46
Video PHB Value: 26
802.1P/Q PARAMETERS
Call Control 802.l1p Priority: 6
Audio 802.l1p Priority: 6
Video 802.1p Priority: 5 AUDIO RESOURCE RESERVATION PARAMETERS
H.323 IP ENDPOINTS RSVP Enabled? n
H.323 Link Bounce Recovery? y
Idle Traffic Interval (sec): 20
Keep-Alive Interval (sec): 5
Keep-Alive Count: 5

5.4. Configure IP-Codec-Set

Use the change ip-codec-set x (where X is the ip-codec set used) command to designate a
compatible codec set. G.711A and G.729A were used in this test.

change change ip-codec-set 1 Page 1 of 2
IP Codec Set

Codec Set: 1

Audio Silence Frames Packet
Codec Suppression Per Pkt Size (ms)
1: G.711A n 2 20
2: G.729A n 2 20
SJW; Reviewed: Solution & Interoperability Test Lab Application Notes 7 of 28
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6. Configure Avaya Aura® Session Manager

The ATT AMX Server is connected to Session manager as a SIP Trunk. The configuration for
this is completed using the System Manager Web interface. The configuration of connections
and routing to Communication Manager is out with the scope of this document and is assumed to
be in place prior to testing.

6.1. Configuration of SIP Entity and Entity Link

A SIP Entity and Entity link are required in order for the Alarm server to send the alarm message
to Communication Manager Stations.

Navigate to http://<System Manager IP Address>/SMGR, enter the appropriate credentials and
click on Log On.

Racomenanded JCeass 10 Syatam Manage i va FOON
Q0 10 central logn for Sndls S00-00
B IP address 200ess 1S your only option, then nota that
authentication will 13d in the folowing cases:
* Frst tmae login edfth “admin™ account
* EBxpared/Raset passwords Log On Cancel

Usa tha “Change Password” Myparfink on this page to change
the password manually, and then login

Alzo note that sngle sign.on between sercers n the same

searty doman is not supparted when accessing v 1P

acdress. 0 Sepported Browsers: Intemet Explorer 8.0, 10.x or 11.x or Firefox 30,0,
37,0 and 350

Once logged in click on Routing highlighted below.

N T
Administrator af a2yt Bachup nod Nestor
wislonlng R oy Modundar
Maodin e
Tumplate
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Select SIP Entities in the left window (not shown) and click on New in the main window.

Home / Elements / Routing / SIP Entities

SIP Entities

New

19 Items 2

[ |Name

Mare Actions ~

FQDM or IP Address

Type

Enter a suitable Name and enter the IP Address of the ATT AMX Server. Select the Type: SIP
Trunk and set the Time Zone: Click on Commit once completed.

SIP Entity Details

General

Home [ Elements / Routing / SIP Entities

* FQDN or IP Address:

* Name: [AMX_Alarm
10.10.16.46

Type: SIP Trunk

Loop Detection

SIP Link Monitoring

Motes:

Adaptation: | [«]
Location: [=]

Time Zone: | Europe/Dublin E|

Call Detail Recording:

Loop Detection Interval (in msec):

SIP Link Monitoring:

* SIP Timer B/F (in seconds): 4

Credential name:

Securable: []

agress [=|

Loop Detection Mode: | On E|

Loop Count Threshold: 5

Use Session Manager Configuration E|
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Select Entity Links from the left window (not shown) and select New from the right window in
order to add the new ATT AMX Entity Link.

Entity Links

MNew

More Actions -

13 Items oo

Ll

] | Name SIP Entity 1

Protocol | Port SIP Entity 2

Ensure that UDP is selected for the Protocol and 5060 for the Port. Click on Commit once
completed.

tHome / Clements / Routing / Entity Links

e
Entity Links

Comant  Cancel

1 [tem Fier: Enal
Name SIP Entity 1 Protocol | Port SIP Entity 2 Uv?.:‘.:d._ Part
[+ AMX_EL o d'.-\h".:. 76 wor[w]| * 5080 * Q AMX_Alarm 0 * 5080
Select : all, None
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6.2. Configure a Routing Policy and Dial Pattern

A Routing Policy and Dial are required to create Alarms for distribution to Communication
Manager.

From the left hand menu select Routing Policies (not shown). Select New.

Routing Policies

New More Actions -

11 Items oo

Name Disabled

Give the Routing Policy a Name: and click Select under Sip Entity as Destination.

Routing Policy Details Commit || Cancel

General

* Name: AMX_RP

Disabled:
* Retries: |0

Notes:

SIP Entity as Destination

Select

Name FQDN or IP Address

Select the ATT AMX SIP Entity created in Section 6.1. Click on Select to go back to the Details
screen and click Commit (not shown) to save changes

SIP Entities Select || Cancel

SIP Entities

19 Items

Name FQDN or IP Address Type
@ AMX_Alarm 10.10.16.46 SIP Trunk
SJW; Reviewed: Solution & Interoperability Test Lab Application Notes 11 of 28
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From the left hand menu select Dial Patterns (not shown). Select New.

MNew

18 Items

Dial Patterns

=
I

[7] | Pattern

More Actions -

Min Max Emergency Call

Enter the Pattern: you want to dial from Communication Manager to record an alarm on ATT
AMX and the Min:/Max: digits dialled. Select -ALL- for the SIP Domain: Click Add under
Originating Locations and Routing Policies.

Dial Pattern Details

[ Commit” Cancel]

General
* Pattern: |246xxxx
* Min: |7
* Max: |7
Emergency Call: [}
Emergency Priority: 1
Emergency Type:
SIP Domain: |-ALL- [=]
Notes:
Originating Locations and Routing Policies
Add Remove
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Select Apply The Selected Routing Policy to All Originating Locations under Originating
Location and Select the Routing Policy added above under Routing Policies. Click Select to go
back to the details screen and click Commit (not shown) to save changes.

2 Items oY

Originating Location

Originating Location

fpply The Selected Routing Policies to All Originating Locations

i

Select

Cancel

Name MNote
Devconnect
Speakerbus
Select : All, None
Routing Policies
11 Items
[ | Name Disabled Destination
AMX_RP AM¥_Alarm
SJW; Reviewed: Solution & Interoperability Test Lab Application Notes 13 of 28
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7. Configure ATT-AudioText Telecom AG Alarm Management

Server

The configuration of the ATT AMX server involves the SIP connection between the AMX

Alarm server and Session Manager also the addition of the extension(s) to call on

Communication Manager to issue the alarm notification.

7.1. Configuring the SIP connection to Session Manager
During the initial installation of AMX a folder called Alarm is created. Navigate to

Alarm—->dsipua_new open file called dsipua.cfg. Note the address below 10.10.40.80 is the IP
address of the AMX server. The sip-port used is 5060 and the sip-transport is udp. All

remaining fields were left as default.

Bl dsipua.cfg -Notepad

‘?( )vl .+ Computer = ATT ([:) = Alarm + dsipua_new = | File Edit Farmat View Help

-

- Favorites
B Desktop
4 Downloads
£ Recent Places

=l Libraties
3 Dacuments
rJ’- Music
| Pictures

B8 videos

1M Computer
‘-_-’,. Local Disk. (C:)

o ATT (D)

J Alarm

Qrganize = jOpen *  Burn

Mew folder

Mame =

| AlarmBackup ]
J AlarmManitor
. BDE-Config
. Config

. Data

J dcom

| Desktop ATT
| dsipua

. Durnp

J 10D-Files

. LCC

. Log

. Regedits

) lib
Jlog
| setvice

g dmediasvepika-att.rar

. dsipua.cfg

&) dsipua.jar

|| dsipua.jarxxx

7] dsipua__.cfg

|| dsipua_oLDIP.cfg
|| dsipua_son.cfg

4] dsipua_san.jar

4] dsipuavd. 1.2, 14, jar
7| log4. properties

run_dsipua.bat

# =&t to true in order to operate without respus
sip-test-mode=false

rp-haze-port=13002

# Codec identifiers: 9711 _alaw=38 9711 _ulaw=0 g729=15
rp-preferred-codec=5

Hp-packet-length=20
Hp-uze-rfc2833=true
rp-g7 29-licensed=falze

sip-address=10.10.4050
sip-port=52060
sip-transport=udp

sip-address-2=10.10 4080
sip-port-2=5060
sip-tranzport-2=udp

outhound-line-min-id=1000
outhaund-line-max-id=1000
bathay-line-min-id=1
bothvyay-line-max-id=10

--nevw-parameters 4.1.1
sip-no-response-count=10
ma-ive-port=10

snmp-port=5161
snmp-address=10.10.40.50

#media-session-address=10.10.40.80

session-expires-timer=300
rfcd025-support=falze
cancel-response-timer=35
state-change-timeout=40
nottel-phx-connected=true
eatly-medis=trus

vr-ip-address=10.10.40.50
ivr-port=2244]
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Open ScenarioBuilder which is also located in the Alarm folder.

g(_:}v| . = Compukter » ATT(D:) + Alarm -

Organize * [B|Open  Burn  New Folder

&L, Local Disk () 2l name - Date modifisd Type Size

= lc'iTT (D:) =] LILAOrT, O5H0a. FreE=w s, oL ui O QI u] AR ] H|.l|m.dLIUII EALETIST LIS RD

I  Alarm (%) DEMcdngd . dil 09705 2012 3113 PM Application extension 43 KB
. AlarmBackup £ 10DBuildery3 exe 10/31/2012 12:00 &AM Application 2,103 KB
. Alarmionitor || Mew Text Document, bxt 11/15/2013 ::57 &M Text Document DKE
4 BOE-Config |#] qintF. i 05/22/2001 1:00 AW Application extension 4,046 KB
| Config
| Data Respus Manitor 04/08/2013 7:38 PM Shortcuk 1 KB
| deom | Respus.cfg 11/15/2013 |47 AM CFi File 1KE
| Deskkop ATT ERespus.exe 06/16/2011 1:00 &M Application 1,713 KB
| dsipua ERespus 04/08/2013 7:05 PM Shortcut 1 KB
. dsipua_new |7 Respus_z0131021 .cfg 04/08/2013 7:44 PM  CFG File 1KB
: D”m':'_ | 7] Respus_MCDMN_Master.cfg 04/12{2013 10:48 &M CFG File 2 KB
: EE-FIIES || Respus_MCDMN_Slave.cfg 04/10/2013 6:08 PM _Fiz File ZKB
| Log |7 Respus_NoMCDN.cfg 04/12§2013 11:01 &M CFG File ZKE
| Regedits | 7] respus_PRI.cfg 04/12(2013 10:48 &M CFG Fila ZKE
| Save @RespusMonitnrRT.exe 05/30/2009 1:00 AM Application 536 KB
. Scenario ERespusPikaSvc.exe 04/23/2013 9:01 PM Application 1,632 KB
. Services TR respusPkasve_20131021 .exe 02/03/2012 12:00 &M Application 1,635 KB
¢ Test-Programme | scenario.txt 11/20/2013 2235 PM Text Document 14 KB
: :padva_t:MX |- = Scenario_PRIExE 04/10/2013 5:24 PM Text Docurnent 14 KB
| web i ScenarioBuilder exe 11/23/2010 12:00 AM  Application 3,328 KB

| AlarmBackup inBuilder

| ATT-Programme %ScenarioBL.i"chggion: S eraraEolder (DA 12/23/2005 12:00 &AM Application 3,328 KB
. BALKUP [Ak ScenarioBuilderPika 04/08{2013 7:38 PM Shartout 1KE
Calls (=0 R
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Click on the open icon at the top left of window, this opens the following window where
cc_outgoingcall.txt is chosen and opened.

Defne Scenario Builde

Scenario  Component

_Calledid

._Callerld

._RedirID
._RTPIPAddress

. _RTPPort

. _Scenariokame

i, AO00_SkartSession

01 _CheckPortMarme
@ A02_|oginServiceMana
I[g A03_ChecklineType
M, A030_TritwaitCal

E\. A04_SetDisconnect Tan
-[3 A20_SetScenario

(D) B01_Waitcal

%, BO5_TdmReset

'[g B10_TriggerServiceChe
£ E20_OukgoingCal

i

el T [ B B

Setkings

| oc.incaming_ARE, bxk

| ocdncomingalarm, bk

L ec IncomingCall, xk
cc,incomingcall_AM,Ext

| ccoutgoingeall__kxt

| MakeSipTest.kxt

|| ocooutgoingeall AR, xt

11/15{2010 5:14..,
06/08{2010 2:40.,..
06/17/2010 2:07..,
04112013 11:1
L1/20]

08/18{2010 12:1,.,
11/23{2010 3:00..,
04/10{2013 5:40,.,

© [ for PIKA ] - Scenario.txt 100 .|
Wiews  Help
g o - (I x
Laak in: I . Scenario j = |‘=jE EH-
Mame = |v| Date modified |.| Type |-|
. Diverse PEY 112302010 4:25,,.  File folder

Texk Document
Text Document
Texk Docurmnent
Text Document

ocumenk

Texk Document

Text Document
Texk Docurmnent

£4/B20_TestOutgoingCall ‘| | ¥
_ |E¥FBz2_MakesipTest
FE25_CalMailsender File: name: Icc.outgoingcall.tht j I Open |

Ey:ig:::n‘;fqn::ogﬁi:t‘:ndanl Files of type: IScenalio text files [.tut) j Cancel 0

ram . =
Select _AvayaMasterIP from the resulting window below.

&% Defne Scenario Builder®@ [ for PIKA ] - cc.outgoingcall.txk ;|g|5|

Scenatio  Component  Settings  View  Help

B H «-28 % | 0 &E| @6 # W

LR (@) 409_WaitInterimCall %4, C40_Lister_DTMF

L S5 a10_Cal & C41_speak_quit

L o 5 10_MakeCal 5 C42_Senduitted

ﬁ_CallerID @ A411_SendBusy |{3C45_CheckPortCount

%_Callwpe @ 812 _SendConnected &CGU_CIearSession

= _ConfID £ a13_sendnosnswer @ Co0_Detach

ﬁ_Cprode '[gAED_CheckBusy @ D00_Send_ClearConnection

1 _caTacCalledID @ BO1_SendlistenStarted &DDD_SendDisconnectToNetwork

%_Displaﬂext EBDS_SIeep [_.‘,DIU_SIeep_.ﬂ.FterDisconnect

g_Language ‘[3804_Check}'-\|armNumber @ Dz0_whaibCall

B _Localamzip [ BOS_Playalarmisg S MokrUF_146

%_Quitliode @ BE10_SendlListened L2} ROO_RecordingIntro

g_Reference ‘[EBIS_CheckCaIIType (=] ROS_RecordFile

EE _RingDuration P B20_quitieru £ rz0_sendListensd

%_Service [# E20_TEsk @SID_ListenF\gainMenu

1 _vaiceFile £ Ban_sendquitted £l u14_senderrar

EADD_OGID_StartSession ] B40_Play_Quitted a %01 _SendDisconnect

B a1 _MakecallResp %, C00_Sst_KanferenzIl =77Return

l{gADZ_CheckAIarmNumber QCDS_CDnFerenceMenu

[0 405 _CheckLineType £9 co5_sendquitted_Bevorattach

{2 A07_CPEType @Y c10_attach

%, AD7_SetFirstCpb [®ci1 sieep

B 05 _MakeFirstCal @ C12_SendListened_\Wanm

&ADQ_CIearSession ECSQ_Speak

¥2,8.2.10 | 66 item(s). | w
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Enter the IP address of the Session Manager into the Initial VValue field. Everything else can be
left as default, click on OK to continue.

< Defne Scenario Builder@ ] 1
Scenario  Component  Settings  Wiew  Help
B A *-28|% | J |8 6 % W
= _alarmtumber @) a09_WaitInterimial %y, C40_Listen_DTMF
ﬁ_ﬂvayaMasterIP 2 A10_Call @ C41_Speak_Quit
ﬁ_CalledID A 210_MakeCall @ C42_SendQuitted
H _calleriD Fla11 sendBusy {345 CheckPartCount
B carmee
ﬁ_ConFID I General
ﬁ_CprOde | tion
HE_coTacalledn etwark
= Marne:
ﬁ_DlsplayText neck
L Language { 1nitial value:  [10.10.40.3¢' I|
HE Localamyap
HE_quitcode Type
1 _Rreference " Integer
HE _ringDuration 1% Skring
ﬁjervice
T voiceFile [V Reset On Mew Cal
4, A00_0G10_StartSession
£ a01_makeCalResp ar Cancel
'[gADZ_CheckAIarmNumber 1 ]
w3 405_ChecklineTyps £ co5_sendQuitted_Revarattach
w3 407_CPBType @ c10_atkach
4, A07_SetFirstCph (@11 _sleep
B 405 _MakeFirstCall @ C12_Sendlistened_WAM
&ADQ_CIearSession GCSQ_Speak
¥2.8.2.10 | &6 item(s). | v
Save this file by clicking on the save icon highlighted
&% Defne Scenario Builder@ [ for PIKA ] - co.outgoingcallbxt o ] o4
Scenario  Component  Settings  Wiew  Help
BAH|®- 28|20 @ | €6 ¥ w
FE _alarmMumber (@ a02_WaitInterimCall 4, C40_Listen_DTHE
] 5 a10_Cal & c41_spesk_quit
i B 210_MakeCall 5 42 _SendQuitted
%_CallerID 6 All_SendBusy '[gC‘IS_CheckPortCount
% _CalType @ A12_sendConnected & C60_ClearSession
= _ConfID £ a13_sendnonswer @ Co0_Detach
% _CpbCade -[3 A20_CheckBusy a D00_Send_ClearConnection
%_CSTF\CaIIedID @ B01_SendListenStarted &DDD_SendDisconnectToNetwork
%_Displaﬂext GBDS_SIeep GDID_SIeep_nfterDisconnect
%_Language '[gBD‘I_CheckAIarmNumber @ zo_waitcal
%_LocalAMXIP [ B0S_PlayAlarmMsg E& Motruf_146
ﬁ_QuitCode a B10_Sendlistened [ r0O0_Recordinglntro
%_Reference '[gBIS_CheckCaIIType [=] ROS_RecaordFile
I _RingDuration @ E20_quithenu £ r20_sendListened
%_Service Bz20_TEsk @SID_ListenAgainMenu
HE _voiceFile £ B30_sendquitted EJ U14_senderrar
&AUU_OGID_StartSession M B40_Play_Quitted @ %01 _SendDisconnect
£ a01_MakeCallResp %, C00_Set_KarferenzID = ZZReturn
-[3 a0z _Checkalarmiumber @ C05_ConferenceMenu
{0 405 _CheckLineType £ co5_sendquitted_Bevarattach
{3 407 _CPEType @Y c1o_attach
%, 407 _SetFirstCpb [@c11 sleen
BB A08_MakeFirstCall @ C12_SendListened_‘WamM
& AD9_ClearSession [! C39_Speak.
v2.8.2.10 | 66 item(s). | .
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7.2. Adding extensions to call

The section describes the steps necessary to create the extension numbers and groups that the
Alarm server will call to in the event of an alarm. Open the WAM shortcut on the Alarm server
desktop.

A
2
i. ) ‘ el
L e
i a
» e, s
B ba |
L
i (0 N ) = (IS WY TN 1 | sall R e

Enter the proper credentials for a “Super User” and click on Log in to continue.

A@'T

your security — our passion

Web Alarm Manager - WAM Login ﬁ,’
"H’?}
Account ATT = O
User Name il
Password |
R13.0.4.0
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The following screen shows that the user is logged in correctly as a Super User.

-

Welcome to Web - Personal Alarm Manager

Account: ATT

User: AudioText Telecom Technik

You have Super User + User access

Choose an application from the Program menu

7.2.1. Add a new Person

A new extension is represented as a person in the setup. To add a new person, select
Program->PAM->Person as shown below.

2 Login Information - Windows Internet Explorer
m ) Irﬂ hiktp:f flocalhostfpam/afterLogin. asps: pj )| X Sk Login Wan - Weh alarm Manager
I Program | Administratien Help
b PAM 3 P
H a srson thT (1) E AudioText Telecom Teq
Q Reports B Group
{‘__ Voicerecorder S | Alarm peints
13 Alarm Scheduler [l Alarm event
i@  System parameter 3
Welcome to Web - Personal Alarm Manager
Account: ATT
i User: AudioText Telecom Technik
You have Super User + User access
Choose an application from the Program menu
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In the resulting window click on the New icon highlighted below.

| 3 N Bary (13 8 audisTast Talueom Tuchnik (Mutatiza) () Supar Usar + tiser

‘ Update Reciplent

Corvent Racipimnts Reciphest 2010 W group
Ay Resat I Group
[3: * s
= PUE ]
| First Name | Lastrame l’bpoﬂm-vv Alﬂw- 253013
2013 ¥
2004 Y
8 2017 ¥
“ N15 Y
a7 ¥
D 3X0 Y
2002 Lovaya S60K H 121 deskphone Y
2000 Avays %620 H.323 deskphone v
206 HAvaya 9621 H.323 desbpbeone ¥
1000 Svaya 5030 HP deskphone ¥
ol A k17 = RRA R O 0 | Wwa

Enter the person or extension details as shown and ensure that INT L-15-1 is selected as the
Notification properties and that the extension number is entered as the Target ID then click on
the Add icon highlighted.

a Edit recipient[ 2200 Avaya DECT H.323 handset - ATT ] Enhanced View |
Person Remote activation
rPersonal data rCommunication channel
Activated ra Motification properties | Target ID
Sumame IA\raya DECT H.323 handset |NT L-15-1 '| ||22|]|]
First name J2z00
E-Mail |
Department I
Languzge IDeiauIl ;I
Save | Cancel |
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Ensure that the Activated box is ticked as shown and click on Save once the Target ID has been
added correctly as shown below.

a Edit recipient[ 2200 Avaya DECT H.323 handset - ATT ] Enhanced View |

Person Remote activation
~Personal data  Communication channel
Activated I 2 I MNotification properties. Target ID
Sumame IAvaya DECT H.222 handsst INT L-15-1 2200 " E
First name o200 |"T4CFD-L51 x| ‘ -ﬂ-‘
E-Mail |
Deparment I
Language IDefault ;I

Cancel I

7.2.2. Add a new Group
A new group must be added that contains the person or people involved in this group. Select
Program—->PAM->Group.

,-é Update Recipient - Windows Internet Explorer

@:; = I,ﬂ http: fflocalhost)pam)programm)pam/pd teilnehmerteilnebme }:"j 5| X E Login '

Program Administration Help

| &4 PAM ] Person
_ P Wlarr (1) 8
5 Reports u% Group
{:_ Woicerecorder S Alarm points
‘_"& Alarm Scheduler E Alarm event
a Updat1 @ System parameter 3

k:§ Reset |

|'Eu rrent Recipients
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Click on the New icon highlighted below.

l a ]:5' n H.MT (1) i AudioText T

g Update Groups

— Current Groups ~ Group 1000 contains:(1)
L‘ Reset | First Mame | Lastname Department
= _——
I & Iat ¥ Gy ‘ 1000 Avaya 9641 SIP deskphone
Group
1000
1000%74
1001
1001%74
1020

Enter a Name for the new group and from the left window locate the new user added previously
and select this by clicking on the right arrow highlighted. Then click Save (not shown).

a Edit Group

me growp - 3
| Name $200 ‘
® oetault T on-call samice T Ad hoe
All recipients 1 Growp 7200 contamsa(1)
kN _Reset |
r ::m ! Lastname i Department ’ Commurvcatan ‘I Tamet ) ‘ r | sint | Latame Departm|
_ =3 1 1 1 . i Name |
r om Avays 9530 SIP deskphone INT L-15-1 1001 1! T '"2200 Avaya DECT H.323 handset I
r 001 Avaya 9630 SIP deskphone *TACFDL-%-1 *74100%
1001 Avaya 9630 SIP desiphone INT L-15-1 22251001
™ 1000 Avaya %41 SIP destphone INT £-151 1000 d’
T 1000 Avays 9641 SIP desiphone ATACFD-L-5-1 741000 b
r 100 Avays 9641 SIP deskphone INT L-15-1 22251000
r 2m Avaya DECT M,323 handset INT L-15-1 2200
r o0 Avays Flare (5IF) TMCFD-L-5-1 741020
T 1020  AvayaFlare (SP) INT L2151 1000
r w0 Avays Flare (3IP) INT L-15-1 22251020
m b bt 3 haf » M 10 Y 21~ MyaL
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7.2.3. Create an Alarm Event
In order to send an alarm an alarm event must first be created. Select Program—->PAM->Alarm

event.

é Update Groups - Windows Internet Explorer

Program

| b PAM 3

;5 Reports
c Yoicerecorder

a Group

S Alarm points

'-\:}-’ = Irﬂ, htkp: ! localhost pam)programm/pam) pdfteinebmerf gruppent ,Oj +3 | K

: Person

‘_'% Alarm Scheduler

ﬁ Alarm event

P System parameter 3

a Update Groups

r Current Groups

L-{ Reset
& % K
Group
1000

In the resulting window click on the New icon highlighted below.
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o 145 - Recording REA Alarm

..... (PRI} B-3210 - Alarm Test
..... (PRI} C-3220 - Alarm Test
..... (PRI) D-3230 - Alarm Test

'

3 - il (1) §
G Alarm Event
—Alarm Event
N E— — General Option  Time Schedules  Text - Vioice
e Yalnls
_  General
All Alarm Events (Filter) Q] Name [125 - Recording REA Alarm

Alarm Number 143

Prigrity |1
Mumber of Lines |1'3'
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In the General tab enter the details of the new event such as the Name and the Alarm Number.

Ei Alarm Event

rAlarm Ever

nt

All Alarm Bvents (Filter)

=1 2003°74 - Alarm Test

[ 2003 - Alarm Test

;I 2010774 - Alarm Test

- 2010 - Alarm Test

;I 2013*74 - Alarm Test to 2013

Generall Option  Time S5chedules Text - Vioice Escalation Groups Group Members
General
t'-‘ Mame IZZDD - Alarm Test
| T
Alarm Number 2200
Priority |1
Mumber of Lines Il

Click on the Groups tab and select the group created above. Click on the down arrow
highlighted to add this to the Alarm Event.

R e

[ Alarm Event

A3 Alarm Events

< [ 2003774

4 [ 2000704 -
i 2010 -

o [E 201374 -
I 2013

BROr

(Fiites}

Alprm Test

B 2003 - Alaem Tost

Alprm Test
Alarm Tast
Alwermn Test o 2013

Alsem Test to 2013

General Option Time Schecuies  Tex-Voke Eacalation Group Membes

Avadable Groups

p200

All other tabs can be left as default such as Text-Voice shown below which has a certain text
associated with it created during the install. Click on Save once complete.

GMEM

[emmemsven]

Alersn Bvest

Al Alarm Evenits
o [ 200574 -
@ 2001 -

) [ 2010774 -
I 2010 -

I [T 2005 -
@ 2011 -

i [ 2014724 -
@ 2034 -

1@ 3005 -

@ 2000 -

[0 22251001 -

(=l

B |

(Fier) “‘
Alpmn Test =l
Al Test
Alnrn Test

Alpm Tost

Alnrm Test 1o 2013
Alwmm Test 20 J01)
Alnrm Teet 1o 2014

Alwmm Test 10 J004

1 [TF 2200 74 - Alarm Tost

5500 A ot

I [IR 3006774 - Alwrn Tast

Al Tast

1[I 22222000 - Alarm Test Cancel Call For
|

Almrrm Tust 30 2000

{0 22253000 - Alarm Test

Adarm Text

| o

Gereral  Opbon  Time Seneduies Istaaton  Ganuns  Groue Membersy

7" A pphy main slarm motif et ion

B.

r
fres
' lv,

LS
._I, il

bt ]

Cancwl
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8. Verification Steps

The following steps can be taken to ensure that connections between ATT AMX server and
Session Manager and Communication Manager are up.

8.1. Show SIP entity is up on Session Manager

Log into System Manager as done previously in Section 6.1, select Session Manager (not
shown). Click on SIP Entity Monitoring as highlighted below. Note that the SIP Entity,
AMX_Alarm, shows Link Status UP and Reason Code 200 OK.

Session Manager Entity Link Connection Status

This page displays detailed connection status for all entity links from a
Session Manager.

All Entity Links for Session Manager: SM71676

Status Details for the selected Session Manager:

Summary View
12 Items | Refresh Filter: Enable
- - Conn. ~
SIP Entity Hame SIP Entity Resolved IP Port Proto. Deny S Reason Code Link Status
() AMX_ Alarm 10.10.16.46 5060 upp FALSE up 200 OK Up

8.2. Show alarm is sent on the AMX Alarm Server
Open the Alarm Server by clicking on the AlarmServer icon highlighted on the screen below.

N .7
W OEm #
Adche Snachr PO_N 2 Do, 1og Hwrters
)
e "
i = 21l
S 2R Uvercdy 201350008 s Bacdy
DENCONNE
3 »
Evohsn Mes e 1511201 Log Aritwved]
I
e Q. at
Sevdces  regedr_ ol ATTAG Soem Frog Wate
Sots
LN 1
FJ )
[PhoresiA Pty X0 [
Thertns Mortor VO
a B
¥ Tasrh e 7 Ruareng
thrgs pog frakn
. f o = o - EiL M
oo B & 2|8 [O]w| @] 7] S o el
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Click on the Test tab and select the alarm event created in Section 6.2.3. Once selected click on
the On button highlighted below and the extension associated with the event should ring
allowing the alarm be heard correctly from that extension once answered.

=T
Filz  Configuration
' .-’-‘«Ialm.ﬁ.larm Log | Streaming | Maonitor Log I
|22DD 3: I On I i | Refresh |

Alarm Mumber | Description | -

145 145 - Recording REA Alarm

1000 1000 - Alarmn Test

1001 1007 - alarmn Test

1020 1020 - &lamn Test

2000 2000 - &lamn Test

2002 2002 - alarmn Test

2003 2003 - &larmn Test

2010 2010 - &lamn Test

2013 2013 - Alam Test to 2013

2014 2014 - Alamn Test to 2014

2200 - Alarm Test =

3008 3008 - &larmn Test

3210 [FRITB-3210 - &larm Test

3220 [PRITC-3220 - Alarm Test

3230 [FRITD-3230 - Alarm Test

3293 3293 - Alarm Test Hunting Group

3333 [SIP]ALL - Alarmn Test

3700 [PRITALL -3700 - Alarr Test

amo [SIP) DECT 3010 Ignore CallForwarding

100074 1000774 - Alam Test

100174 100174 - Alarr Test

1017174 1274 - Alarn Tect =
Conneckion OF
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9. Conclusion

These Application Notes describe the configuration steps required for ATT-AudioText Telecom
AG Alarm Management Server to successfully interoperate with Avaya Aura® Communication
Manager R7.0 and Avaya Aura® Session Manager R7.0 by registering the Alarm with Avaya
Aura® Session Manager as third-party SIP Trunk. Please refer to Section 2.2 for test results and
observations.

10. Additional References

This section references documentation relevant to these Application Notes. The Avaya product
documentation is available at http://support.avaya.com where the following documents can be
obtained.

[1] Administering Avaya Aura® Communication Manager, Document 1D 03-300509

[2] Avaya Aura® Communication Manager Feature Description and Implementation,

Document ID 555-245-205
[3] Implementing Avaya Aura® Session Manager Document ID 03-603473
[4] Administering Avaya Aura® Session Manager, Doc ID 03-603324

Please refer to Section 2.3 of these Application Notes for information on ATT support.
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Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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