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Abstract

These Application Notes describe the configuration steps required for WinExpress 3.0 to
interoperate with Avaya IP Office Server Edition Release 10. WinExpress is a universal
system which offers a real-time, multi-tasking, seamless interface between the hotel exchange
and the hotel front office system. It comprises of two main components, i.e., Phoenix
voicemail, and Unicorn which includes calls billing and interface solution. In the compliance
testing, WinExpress used SIP Users, Short Codes, SMDR, and Configuration Web Service
interfaces from Avaya IP Office Server to provide voicemail, wake-up call, room status, mini-
bar posting, call billing, as well as name and user profile template change, and do not disturb
features.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as any observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps required for WinExpress 3.0 to
interoperate with Avaya IP Office Server Edition R10. WinExpress is a Windows-based
hospitality system that provides a seamless interface with a hotel’s Front Office System and
Avaya IP Office Server. It comprises of two main components, i.e., Phoenix voicemail, and
Unicorn which includes calls billing and interface solution. In the compliance testing,
WinExpress used SIP Users, Short Codes, SMDR, and Configuration Web Service interfaces
from Avaya IP Office Server to provide voicemail, message waiting lamp control, wake-up call,
room status and mini-bar posting, call billing, name and user profile template change, and do not
disturb features.

In the compliance testing, Phoenix voicemail lines registers as SIP users on Avaya IP Office
Server for voice mail and wakeup services and posting of mini-bar and room status through the
phones. The voicemail lines were configured as members of a hospitality hunt group. Guest
room phones were forwarded to these voicemail lines when busy or did not answer within the
specified time. Each voicemail line will forward to another in a round robin fashion till one is
available.

For the voicemail coverage scenarios, voicemail messages were recorded and saved on
WinExpress. Short Codes were used to activate/deactivate the Message Waiting Indicator
(MWI1).

The Unicorn component was used in the compliance testing to initiate the room Check-In,
Check-Out, and Move requests on WinExpress. In the compliance testing, multiple rights
templates were set up on Avaya IP Office Server for use with Check-In and Check-Out guests.
Unicorn used the Configuration Web Service to send updates to Avaya IP Office Server on the
guest name and user rights template as part of the Check-In, Check-Out, and Move process.

The Station Message Detail Reporting (SMDR) interface was used by WinExpress to capture
calls made from room phones for the purpose of call billing.

LYM; Reviewed: Solution & Interoperability Test Lab Application Notes 2 of 57
SPOC 6/14/2017 ©2017 Avaya Inc. All Rights Reserved. WinExplPOSrvR10



2. General Test Approach and Test Results

The feature test cases were performed manually. Calls were made from the PSTN, and from
local users, to the hospitality hunt group by dialing the different extensions for voice message
recording/retrieval, mini-bar and room status posting and setting of wake-up call. Unicorn (with
the aid of a PMS Simulator) was used to manually initiate Check-In/Check-Out/Move requests,
update guest info, and to set Do Not Disturb. For SMDR testing, outgoing calls were made to the
PSTN (simulated) and the WinExpress call billing reports were verified. The serviceability test
cases were performed manually by disconnecting and reconnecting the Ethernet cable to
WinExpress, and rebooting the Avaya IP Office server and WinExpress server.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

Avaya recommends our customers implement Avaya solutions using appropriate security and
encryption capabilities enabled by our products. The testing referenced in this DevConnect
Application Note included the enablement of supported encryption capabilities in the Avaya
products. Readers should consult the appropriate Avaya product documentation for further
information regarding security and encryption capabilities supported by those Avaya products.

Support for these security and encryption capabilities in any non-Avaya solution component is
the responsibility of each individual vendor. Readers should consult the appropriate vendor-
supplied product documentation for more information regarding those products.

For the testing associated with this Application Note, the interface between Avaya systems and
the WinExpress utilized enabled capabilities of TLS, specifically for Web Configuration Service.

2.1. Interoperability Compliance Testing
The interoperability compliance test included feature and serviceability testing. The feature
testing focused on verifying the following on WinExpress:
e Registration of SIP users
¢ Handling of voicemail and text messages including message waiting lamp control
e Voicemail recording and retrieval, with proper message waiting lamp activation/deactivation
for users with analog, digital and IP telephones
e Scheduling and delivering of wake-up call requests, including retried attempts and
escalation to Operator
e Turning on/off of MW!I1 for both voice using short codes
e Posting of room status and mini-bar consumption from the room phones (with
corresponding results shown in Unicorn)
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e Use of Configuration Web Services to update guest name and user rights template associated
with Check-In, Check-Out, Do Not Disturb and Move requests from Unicorn
e Capture calls made from room phones for the purpose of call billing

The serviceability testing focused on verifying the ability of WinExpress to recover from adverse
conditions, such as disconnecting and reconnecting the Ethernet cables to WinExpress server and
rebooting of IP Office server and WinExpress server.

2.2. Test Results
All test cases were executed and passed. The following were observed:

e Voice Mail was not working after IP Office Server restart. A patch OS-9913 was
required for Phoenix HMP driver. This patch will be incorporated in next driver update
and WinExpress setup.

2.3. Support

Technical support on WinExpress can be obtained through the following:
e Website: http://www.fcscs.com/
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3. Reference Configuration

The configuration used for the compliance testing is shown below. In the compliance testing,
WinExpress was installed on a single server. Unicorn initiates room Check-In/Check-Out and
room move via a PMS Simulator, capture SMDR, and to set Do Not Disturb. Phoenix handles
the voicemail reception, recording and playback, message waiting lamps, wake-up calls as well
as room and mini-bar status posting and reporting. In this compliance testing, Avaya IP Office
Server Edition comprises of a Primary Server and an Expansion Module (IP500 V2). Avaya IP
Deskphones (H.323) 96x1, 96x0, 16xx, Avaya Digital Deskphones 14xx as well as Analog
Deskphone are deployed as guest room, front desk, operator and admin phones.

Avaya IP Office Manager

N 10.1.10.128
Simulated —
PSTN

Server hosting
WinExpress
Avaya IP Office Server 10.1.10.125 Public
(Primary) Trunks Avaya IP Office

10.1.10.121 (Expansion) 500 V2
10.1.30.151

SCN Trunks / \
‘ Avaya 4548GT-PWR
Ethernet Routing Switch

Avaya 9630
IP Telephone
(Operator)

Avaya 9640
IP Telephone
(Front Office)

B

Avaya 6221
Analog Telephone
x631

Avaya 9508
Digital Telephone

(Admin)
x698

x305 x304
Avaya 9630 Avaya 1616-1
IP Telephone IP Telephone
302 601
x x60 Avaya 1408
Digital Telephone
Guest Room 2 x632
Avaya 9621
IP Telephone
X301
Avaya 9611
IP Telephone
Guest Room 1 X602

Guest Room 3

Figure 1: Test Configuration of WinExpress 3.0 and Avaya IP Office Server R10
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4. Equipment and Software Validated
The following equipment and software were used for the sample configuration provided:

Equipment/Software Release/Version
Avaya IP Office Server Edition (Primary) 10.0.0.2.0 build 10
Avaya IP Office 500 V2 (Expansion) 10.0.0.2.0 build 10
Avaya IP Office Manager 10.0.0.2.0 build 10
Avaya 96x1 H323 IP Deskphone 6.6401
Avaya 96x0 H323 IP Deskphone 3.270B
Avaya 950x Digital Deskphone R55
Avaya 16xx H323 IP Deskphone 1.3100
Avaya 14xx Digital Deskphone R47
Avaya 6221 Analog Deskphone -
WinExpress Server - FCS Phoenix and Unicorn running | *2.2 (Phoenix) with patch OS-9913
on Microsoft Windows 2012 R2 SP1 hosted on VMware 1.3 (Unicorn)
5.x platform

Compliance Testing is applicable when the tested solution is deployed with a standalone IP
Office 500 V2 and also when deployed with IP Office Server Edition in all configurations.

* Patch for HMP driver on issue observed in Section 2.2.
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5. Configure Avaya IP Office

This section provides the procedures for configuring Avaya IP Office. The procedures include

the following:

e Launch Avaya IP Office Web Manager
o Verify Avaya IP Office Server license

e Obtain LAN IP address

e Administer SIP Registrar

e Administer SIP Extensions

e Administer SIP Users

e Administer Hospitality Hunt Group
e Administer Voicemail Users

e Administer Short Codes for MWI ON/OFF

e Administer Analog User MWI
e Administer User Rights

e Administer System Password
e Administer SMDR

e Administer Security Settings

5.1. Launch Avaya IP Office Web Manager

Access the Avaya IP Office Web Manager by using the URL “https://ip-address:7070” in an
Internet browser window, where “ip-address” is the IP address of the IP Office Primary Server.

The login screen is displayed. Notice that there is Offline Mode checkbox which is required if
administering system parameters. Log in using the appropriate credentials.

E Avaya IP Office Web Manager
—

(&) G P8 hips//10.1.10.121:707
o

1 ¥,|| |*g;»

Search

|2l Most visited & Getting Started 2 Avaya IP Office web .. /A IP Office Server Edition

Avaya IP Office Web Manager

User Name Administrator

Password LI
Select Language English v
Offline Mode

© 2016 Avaya Inc. All Rights Reserved.
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The home screen is shown below.

[ H[=1 E3
I B Avaya IP Office Select Web .. » W

| 6 G;P https: {{10.1. 10. 121: 7070, WebManagement/WebManagement.html e | | Search | * E { ﬁ =
2l Most Visited &, Getting Started m Avaya IP Office Web ... A\ IP Office Server Edition
| aam : : : :
@ Solution =~ Call Management  System Settings =~ Security Manager  Applications F 3 ?
Solution Solution Settings ~
A4
View All (2) Actions + Configure ~ Enter search criteria
@ [IPOPRI 10.1.10.121 = v
Online (2) @ IPOEXP 10.1.30.151 = W
Offline (0)

5.2. Verify Avaya IP Office Server License

From the home screen, select System Settings = Licenses. Select the Primary Server
(IPOPRI) where the SIP user will be administered.

AVAYA

@ Solution  Call Management = System Settings  Security Manager  Applications

Licenses
System Name System Address
IPOPRI 10.1.10.121 =
IPOEXP 10.1.30.151 =
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Scroll down to display the 3rd Party IP Endpoints. Verify that there is sufficient license,
Expiry Date and the Status is “Valid”. This license is required for Phoenix to register to IP
Office as SIP Users.

AVAYA
& Solubion  Call Management =~ System Settings = Secunty Manager  Applications 2 ?

License | IPOPRI

Manage Licenses
Manage Solution-Wide Licenses

Remote Server Enter search criteria PLDS License ~

License Mormal 10.0 479675452750 Valid WValid

Feature Instances Status Expiry Date Source
Receptionist 10 valid Mever PLDS Modal 2
SIP Trunk Channels 256 Valid Newver PLDS Nodal
Office Worker 1000 valid Mever PLDS Modal
Server Edition R10 150 Valid Newver PLDS Modal
Avaya Mac Softphone 1000 Walid Mever PLDS Modal
Additional Voicemail Pro {p... 252 Valid Mever PLDS Modal
Devlink3 External Recorder 1 Valid Never PLDS MNodal
Allow Virtualization 10 Valid Newver PLDS Modal
| 3rd Party 1P Endpoints 1000 valid MNever | PLDS Nodal
UMS Web Services 1000 Valid Newver PLDS Modal LI

Displaying 1 - 19 of 19

5.2.1. Obtain LAN IP Address

From the home screen, select System Settings - System = IPOPRI = LANL1. Make a note of
the IP Address, which will be used later to configure WinExpress. Note that IP Office Server
can support SIP on the LAN1 and/or LAN2 interfaces; in this compliance testing LAN1 interface
IS used.

AVAYA
% Solution = Call Management = System Settings =~ Security Manager ~ Applications 2 ?

System Configuration | IPOPRI

System LAN Settings VolP MNetwork Topology
Voicemail These settings can only be changed in Offline mode
System Event
ystem Svents T® Address IP Subnet Mask Number Of DHCP [P Addresses
SMTP 1w . 1 . 10 . 121 255 . 255 . 255 . 0 133 -
DS DHCP Mode Advanced
SMDR Disabled ~ NO
LAN1
LAN2
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Similarly for Expansion server, select System Settings - System = IPOEXP - LANL1. Note
the same for the Expansion Server IPOEXP.

AVAYA

@ Solution  Call Management = System Settings = Security Manager  Applications

System Configuration  IPOEXP

System T Lan Settings VolP MNetwork Topology
Voicemail These settings can only be changed in Offline mode.
System Event
ysiem tvents IP Address |P Subnet Mask Primary Transfer IP Address
SMTP 0 . 1 . 30 . 151 255 . 255 . 255 . O 0.0 .0 .0
DHS RIP Mode Enable NAT Number O DHCP IP Addresses
SMDR None ~ NO 1 =
LAN1 DHCP Mode Advanced
LAMNZ Client ~ NO
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5.3. Administer SIP Registrar

This portion of the administration required login in Offline mode as mentioned in Section 5.1.
Select System Settings > System = IPOPRI-> LAN1-> VOIP. Ensure that SIP Registrar
Enable is set to YES. Enter a valid SIP Domain Name for SIP endpoints to use for registration
with IP Office. In this compliance testing, the SIP Domain Name is left blank so that the LAN
IP address is used for registration. Ensure the UDP and TCP are set to YES for Layer 4 Protocol
with UDP Port 5060. In this compliance testing, the UDP port is used for SIP registration by
Phoenix. Leave the rest as default. Click Update at bottom of screen (not shown) to save.

AVAYA

% Solution = Call Management = System Settings =~ Security Manager =~ Applications

System Configuration | IPOPRI

| »

System LAN Settings VolP MNetwork Topology
Voicemail
System Events H_323 Gatekeeper Enable H_323 Signaling Cver TLS Auto-create Extension
SMTP YES Disabled [V NO
DNS H.323 Remote Extension Enable
SMDR NO
LANA
LANZ
Volp SIP Trunks Enable SIP Registrar Enable Auto-create Extension/User
° YES YES NO
VolP Security —
SIP Remote Extension Enable IP Domain Mame SIP Registrar FQDN
Directory Senices NO

Telephony

Challenge Expiry Time (sec)
Contact Center

10 C
Upp UDP Port
YES 5060 °
TCP TCP Port
YES 5060 C
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5.4. Administer SIP Extensions

In the compliance testing, the following SIP extensions with base extensions of 311-313 and
315-317 were created. Phoenix used the called-party number 311-313 for various hospitality
features. Phoenix registered as extensions 315-317 to function as VVoice Mail ports.

Note: Customer needs to purchase sufficient SIP ports to provide for the voicemail lines and
Services.

Phoenix can detect whether the call is routed from another phone or is an incoming direct call
based upon the called-party number in the SIP INVITE to extensions 315-317. If it is direct
hospitality hunt group, the caller is retrieving a voice message. But if it is indirect, where the
called-party is user, the caller is leaving a voice message.

SIP Extension | Usage

315, 316 and 317 Ph_oenlx_reglsters to these extension for receiving
voicemail calls

311 Post mini-bar/room status
312 Express leave voice message
313 Set wakeup call

Note: The above services tied to the numbers (311-313) are merely a sample
configuration

From the home screen, select Call Management = Extensions. Click on +Add Extension and
check SIP Extension, IPOPRI, and click OK to add a new SIP extension.

Extensions Actions ~ + Add Extension ~
H.323 Extension
Show All Search on 'Extension ID', 'Bxtension’, 'Module' |P DECT Extension
Extension ID Extension Module Port Device Type System Name  Loc SIP Extension
3IP DECT Extensic
IPOPRI % 831 EP3 1 Analogue Ha...  IPOEXP sys enston
IPOEXP On Selected Server
50 EP3 2 Analogue Ha... IPOEXP Sys
IPOPRI
51 EP3 3 Analogue Ha... IPOEXP Sys
sIP IPOEXP
H.323 52 BP3 4 Analogue Ha... IPOEXP Syz -~
Diaital - I - - .. R
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Enter the desired digits for Base Extension and set Force Authorization to YES, as shown
below.

AVAYA
% Solution  Call Management = System Settings = Security Manager =~ Applications 2 ?

Extension | SIP Extension 315 (11200)

IPOPRI
Commaon
Basic extension settings Extension 1D Base Extension
VOIP 313
Device Type Caller Display Type
Unknown SIP device
Reset Volume After Calls Location
NO Automatic v
Fallback As Remote Worker Force Authorization
Auto e YES

Click VoIP on the left pane and select RFC2833/RFC4733 from the drop-down menu for the
DTMF Support and click Create (not shown).

AVAYA
% Solution  Call Management =~ System Settings = Security Manager  Applications 2 ?

Extension | SIP Extension 315 (11200)

IPOPRI

Commaon

IP Address Resenve License
VOIP 0 . 1] . 0 . 0 None A
Extension specific settings

Fax Transport OTMF Transport

None ~ RFC2833/RFC4733 ~

Requires DTMF Local Hold Music

NO MO
Allow Direct Media Path Re-INVITE Supported
YES YES

Repeat this section to add other SIP extensions.
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5.5. Administer SIP Users

From the home screen, select Call Management - Users. The primary SIP users 315, 316 and
317 are for receiving calls and the secondary SIP users 311, 312 and 313 are to forward calls to
primary SIP users.

AVAYA
@ Solution =~ Call Management  System Settings =~ Security Manager =~ Applications 2 ?

Users Actions + + Add User ~

On Selected Server

Show All Search on 'Name', 'Extension’, 'DID', 'System name' IPOPRI
Name Extenzion DID Hunt Groups. ‘oicemail IPOEXP
IPOPRI Admin 598 off oK

narun

5.5.1. Administer Primary SIP Users
Click on +Add User, check IPOPRI, and click OK to add a new User.

AVAYA
@ Solution =~ Call Management  System Settings =~ Security Manager =~ Applications 2 ?

Users Actions + + Add User ~

On Selected Server

Show All Search on 'Name', 'Extension’, 'DID', 'System name' IPOPRI
Name Extenzion DID Hunt Groups. ‘oicemail IPOEXP
IPOPRI Admin 598 off oK

Inarun

Enter the desired values for Name and Full Name. For Extension, select the Base Extension
from Section 5.4. Specify the Login Code and Confirm Login Code field, which will be used
by Phoenix to log in as the SIP User. Phoenix registers using this primary SIP User to receive
calls.

AVAYA

% Solution = Call Management =~ System Settings =~ Security Manager ~ Applications

User | VM1 (315)

IPOPRI
User Il
MName Full Name Password rd
Voicemail X
VM1 WinExpress VM1
Short Codes

Unique Identity
Button Programming

Telephony
Forwarding Extension Account Status Profile
Mobilty 315 i Enabled e Basic User e
G Membershi
roup Membership Locale Priority
Voice Recording Select v 5 [
Do Mot Disturb Login Code Confirm Login Code
Announcements sssses ssssss
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Select the VVoicemail tab and set the Voicemail On to NO as shown below because the default
Voicemail services available on IPO Server Edition will not be used.

AN : : : -
% Solution  Call Management =~ System Settings = Security Manager  Applications F 3 ?

User | VM1 (315)

IPOPRI
User
Voicemail Code Confirm Voicemail Code Voicemail Email
Voicemail
""..‘ sseeee
Short Codes . . - . .
Voicemail Email Mode Voicemail On Voicemail Help
Button Programming NG MO
Telephony - ] : i
Voicemail Ringback Voicemail Email Reading UMS Web Senvices
Forwarding NO ND

Select the Telephony - Call Settings. Set Call Waiting to YES, as shown below.

AVAYA
% Solution  Call Management = System Settings =~ Security Manager =~ Applications a2 ?
User | VM1 (315)
IPOPRI
User Supemvisor Settings Multiline Options Call Log TUI
Vi il
preemal Outside Call Seguence Inside Call Sequence Ringback Sequence

Short Codes Default Ring ~ Default Ring v Default Ring Y

Button Programming No Answer Time (sec Transfer Return Time (sec) Wrap-up Time (sec)

Telephony 15 > Off o 2 <

Forwarding Call Cost Mark-up Advertise Callee State To Internal Busy On Held

Mobility 100 C Callers NG

S Syst
Group Membership ame as system h
Voice Recording Off Hook Station Call Waiting Answer Call Waiting On Hold
NO YES YES

Do Not Disturb
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Select Telephony = Supervisor Settings. Check the Cannot be Intruded field is set to YES,
as shown below.

AVAYA
@ Solution = Call Management = System Settings =~ Security Manager ~ Applications |

User | VM1 (315)
IPOPRI
User Call Settings Multiline Options Call Log TUI
Voicemail ) o .
Login Idle Period (sec) Monitor Group Coverage Group
Short Codes None — None —
Button Programming Status on Mo-Answer Reset Longest Idle Time Farce Login
Telephony Logged On (No Change) v Al Calls v NO
Forwarding Force Account Code Force Authorization Code Inhibit Off-Switch Forward/Transfer
Mobility NO NO NO
Group Membership Incoming Call Bar Outgaing Call Bar Can Intrude
Voice Recording NO NO NO
Do Not Disturb Cannot be Intruded Can Trace Calls Deny Auto Intercom Calls
Announcements NO NOD
Personal Directory
SIP

Select Forwarding and check Forward on Busy, Forward On No Answer and Forward
Internal Calls are set to YES with the forwarding number as the next VVoicemail Hunt group
member, i.e. 316. The last primary SIP User will forward back to the first Voicemail Hunt Group
member i.e. 315. Click Create to save (not shown).

AVAYA

% Solution =~ Call Management = System Settings =~ Security Manager  Applications 2 ?
User | VM1 (315)
IPOPRI

User

Block Forwarding Follow Me Number
Voicemail -

i Select ~
Short Codes
Button Programming Forward Unconditional Forward Number To Voicemail
Telephany NO Select v
Forwarding Forward Hunt Group Calls Forward Internal Calls
Mability
Group Membership
_ ) Forward On Busy Forward Mumber Forward On Mo Answer

Voice Recording YES 316 “ YES
Do Mot Disturb

Forward Internal Calls
Announcements YES

Repeat this section to add another two primary SIP Users associated with the last two primary
SIP Extensions from Section 5.4.
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5.5.2. Administer Secondary SIP Users

From the same screen in Section 5.5.1, enter the desired values for Name and Full Name. For
Extension, enter the secondary SIP users Base Extension configured in Section 5.4, in this case

starting from “311”.

AVAYA

% Solution  Call Management = System Settings  Security Manager  Applications

User | VMF1 (311)

IPOPRI

User

Voicemail

Short Codes

Button Programming
Telephony
Forwarding

Mobility

Group Membership
Voice Recording

Do Mot Disturb

Announcements

o T =V

Name
VMF1|

Full Name

MiniBar and Room Status

Unique Identity

Extension Account Status

311 Enabled ~
Locale Priarity

Select. 5 Y
Login Code Confirm Login Code

Password Vd
Profile
Basic User ~

Select the Forwarding on the left pane. Set Forward Unconditional to YES and set the
Forward Number to the primary SIP Users hunt group, in this case “310” (created in the next
Section 5.6), as shown below. Set also the Forward Internal Calls to YES and click Create

(not shown).

User | VMF1 (311)

IPOPRI

User

Voicemail

Short Codes

Button Programming
Telephony
Forwarding

Mability

Group Membership
Woice Recording

Do Mot Disturb

Announcements

Personal Directory

Block Forwarding
NO |

Forward Unconditional
YES

Forward Hunt Group Calls
NO

Forward On Busy
NO

Forward Internal Calls

Follow Me Number

Select.

Forward Number
310

Forward Intemal Calls
YES

Forward Number
310

To Voicemail
NO

Forward On Mo Answer
NO

Repeat this section to add another two secondary SIP Users associated with the last two SIP
Extensions from Section 5.4. In this compliance testing, SIP Users 311-313 were created.
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5.6. Administer Hospitality Hunt Group

From the home screen, select Call Management - Groups. Click on +Add Group and check
IPOPRI and click OK to add a new hunt group.

AVAYA
% Solution ~ Call Management = System Settings = Security Manager ~ Applications 2 ?

Groups

On Selected Server

Show All Search on 'Name', 'Extension’ IPOPRI

Name Extension System Name Ring Mode Profile IPOEXP
IPOPRI oK

inocun

This hunt group will be used to deliver calls to Phoenix for the hospitality features and
voicemail. Enter desired values for the Name and Extension fields and select Ring Mode as
Rotary and retain the default values for the remaining fields. Rotary will allow the last selected
member to be remembered and not necessary from the first member unlike sequential. Click on
+Add Users in the USER LIST section below the page to add members.

AVAYA
% Solution  Call Management = System Settings =~ Security Manager =~ Applications ;3 ?
Group | ...
IPOPRI
Name Prafile
Group
WinVoice Standard Hunt Group R
Queuing
Owerflow Extension Exclude From Directory Ring Mode
Fallback 310 NO Sequential '
Voicemail Mo Answer Time (sec) Hold Music Source Ring Tone Override
Voice Recarding System Default (15) . No Change ~ MNone ~
Announcements Agent's Status on No-Answer Advertise Group
Applies To
SIP
None e
Membership Extension Name System Name
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The Select Members screen is displayed. Select the SIP primary users from Section 0.

- Remove Users + Add Users

me e

Select All Users
=
VM2
VM3
VMF1
VMF2

VMF3

oK

Click OK and the Group screen is displayed again and updated with the selected member.

AVAYA

% Solution  Call Management =~ System Settings =~ Security Manager = Applications 2 ?

IPOPRI

Group | WinVoice (310)

Name Profile
Group
WinVoice Standard Hunt Group ~
Queuing
Overflow Extension Exclude From Directory Ring Mode
Fallback 310 NO Rotary v
Voicemail Mo Answer Time (sec) Hold Music Source Ring Tone Override
Viice Recording System Default (15) = No Change ~ Hone ™
Announcements Agent's Status on No-Answer Advertise Group
Applies To
SIP
None hd
Membership Extension Name System Hame
315 VM1 IPOFRI A v T
316 VM2 IPOPRI A~ o~ T
317 VM3 IPOPRI ~ ~ T
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Select the Voicemail on the left pane and ensure VVoicemail On is set to NO, as shown below.

AVAYA
@ Solution ~ Call Management = System Settings = Security Manager  Applications 2 ?

Group | WinVoice (310)

IPOPRI
Voicemail On Voicemail Answer Time (sec)
Group
NO
Queuing
Overflow Voicemail Code Confirm Voicemail Code
Fallback [TTITTTY [TITTT)
Voicemail
Voicemail Email Voicemail Email Mode
Voice Recording
Announcements
SIP Voicemail Help Broadcast UMS Web Senices
NO NO NO

Select the Queuing on the left pane and ensure that Queuing is set to NO, as shown below and
click Create (not shown) below to save.

AVAYA
% Solution ~ Call Management =~ System Settings =~ Security Manager  Applications 2 ?
Group | WinVoice (310)
IPOPRI
Queuing On
Group
MO
Queuing
Overflow Queue Type Queue Length Normalize Queue Length
Fallback
Voicemail
Voice Recording
Calls In Queue Threshold Anzlog Extension to Notify
Announcements
SIP
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5.7. Administer Voicemail Users

From the home menu, select Call Management = Users, select the first user that will be using
WinExpress for voicemail — these can be Guests and/or Admin staff. In this case, the user “301”
is shown. Enter a descriptive Name. The Full Name can be completed as a template for
identification or leave it as blank as Unicorn will update the guest name through IP Office
Configuration Web Services regardless.

AVAYA
% Solution = Call Management = System Settings =~ Security Manager  Applications 2 ?

User | Room 1 -1 (301)

IPOPRI
User Il
Mame Full Name Password r
Voicemail
Room1-1 Extn301
Short Codes

Unique Identity
Button Programming

Telephony
Forwarding Extension Account Status Profile
Mobility 301 e Enabled ~ Basic User e
Group Membership -
Locale Priority

Voice Recording Select v 5 v
Do Mat Disturb

o HetListur Login Code Confirm Login Code
Announcements sesene sessee
Personal Directary Audio Conference PIN Confirm Audio Conference PIN System Phone Rights
=3 Maone e
Menu Programming Davice Type

Dial In

Select the Voicemail on the left pane. Check that the Voicemail On is set to NO, as shown
below because the default system Voicemail will not be used.

AVAYA
@ Solution ~ Call Management = System Settings = Security Manager  Applications 2 ?

User | Room 1 -1 (301)

IPOPRI
User
Voicemail Code Confirm Voicemail Code Voicemail Email
Voicemail
seseee LLLl Ll
Short Codes . . . - - . .
Voicemail Email Mode Voicemail On Voicemail Help
Button Programming NO NO
Telephony . - } ) .
Voicemail Ringback Voicemail Email Reading UMS Web Services
Forwarding NO NO
Maobility

Enable GMAIL API
Group Membership

Voice Recording
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Select the Forwarding on the left pane. Set the Forward On Busy, Forward On No Answer
and Forward Internal Calls with the Forward Number as the first Voicemail Hunt group

member in Section 5.6, as shown below and click Update below (not shown).

AVAYA

% Solution =~ Call Management = System Settings = Security Manager  Applications

IPOPRI

User
Voicemail

Short Codes

Telephony
Forwarding
Mability

Group Membership
Voice Recording
Do Mot Disturk

Announcements

Personal Directory

Button Programming

User | Room 1 -1 (301)

Block Forwarding

NO

Forward Unconditional
NO

Forward Hunt Group Calls

Forward On Busy
YES

Forward Internal Calls
YES

Follow Me Number

Select

Forward Number
Select

Forward Internal Calls

To Voicemail

Forward Number

315

Forward On Mo Answer
YES

Repeat this section for all users using Phoenix for voicemail, including all guest rooms, front
desk, and administrative staff. In the compliance testing, the voicemail users consisted of one
front desk with extension “304”, admin phone with extension “698” and guest rooms with

extensions “301, 302, 601, 631, 602 and 632”, as shown in Figure 1.
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5.8. Administer Short Codes for MWI ON/OFF

From the home screen, select System Settings - Short Code. Click +Add Short Code, select
As Common Object (for both Primary and Expansion Server) and click OK. Enter the
parameters as below for turning message waiting lamp ON and leave the rest as default.

e Code *78*N# where 78 is a free number randomly assigned and N
represents user station
e Feature Select Display Msg from drop down menu

e Telephone Number Enter the format N”;Mailbox Msgs=1"

Leave the rest as default and click Save.

Code

*TBENE

Feature

Display Msg A
Telephone Number

N";Mailbox Msgs=1"

Line Group ID
99001 ~
Locale

v
Force Account Code NO
Force Authorization Code MO

Save Cancel
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Similarly, create a new Short Code and enter the parameters as below for turning message

waiting lamp OFF and leave the rest as default.

e Code *79*N# where 79 is a free number randomly assigned and N

represents user station

e Feature Select Display Msg from drop down menu
e Telephone Number Enter the format N”;Mailbox Msgs=0"

Leave the rest as default and click Save.

Code
FFOFNE
Feature
Display Msg

Telephone Mumber

N";Mailbox Msgs=0"

Line Group 1D
Q9001

Locale

Force Account Code

Force Authorization Code

Save

NO

NO

Cancel
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5.9. Administer Analog User MWI

For voicemail users with analog telephones, the MW!I setting on the analog extension may need
modification depending on the type of analog telephone. Please refer to Section 9 of these
Application Notes for information on the specific analog telephone types requiring the MWI
setting.

From the home menu, select Call Management = Extensions. Select the extension
corresponding to the analog user. In this case, the extension is “631”. Click on ANALOGUE in
the left pane, select from the drop-down list under Message Waiting Lamp Indication Type to,
“51V Stepped” as shown below. Click Update below (not shown).

AVAYA . : -
% Solution = Call Management = System Settings = Security Manager  Applications ¥ ?

Extension | Analogue Extension 631 (49)

IPOEXP

Commaon
Equipment Classification Message Waiting Lamp Indication Type

ANALOGUE Standard Telephone N 51V Stepped v

Hook Persistency (ms)

100

<2

Use System Defaults
YES

Minimum Width (ms)

Maximum Width (ms)
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5.10. Administer User Rights

From the home menu, select System Settings = User Rights. Click +Add User Right, check
As Common Object (for both Primary and Expansion Server) and click OK.

AVAYA

@ Solution  Call Management = System Settings =~ Secunity Manager  Applications

User ng hts + Add User Right
As Common Object
Show All Search on 'Name' On Selacted Server
Comman Ob]em Name Priority External Call Barring Sysl
Agent 5 Mo IPOF
IFOPRI Application 5 No IPOF 0K
IPOEXP .

Enter a desired Name to designate user rights for guests in the Check-In state. In the compliance
testing, the name was set to CHECKIN as shown below. Note that there are differences in name
if lower or upper case letters are used and these should be communicated to FCS service
engineer.

AVAYA

@ Solution = Call Management  System Settings = Security Manager  Applications

User Rights
User
Name Application Servers Groups
Short Codes
CHECKIN
Button Programming .
Locale Apply user right value

Telephony

User Rights Membership

Voicemail

Forwarding

Priority
5

Enable do not disturb
MO

MO

Apply user right value
MNO

Apply user right value
MNO

LYM; Reviewed:
SPOC 6/14/2017

Solution & Interoperability Test Lab Application Notes 26 of 57

©2017 Avaya Inc. All Rights Reserved.

WinExplPOSrvR10




Select the Telephony on the left pane and then the Supervisor Settings tab on the right pane.
Set Enable outgoing call bar to NO and set Apply user right value to YES, as shown below.
Click Create to save (not shown).

AVAYA
% Solution  Call Management  System Settings =~ Security Manager ~ Applications
User Rights
User Call Settings Supervisor Settings Multiline Options Call Log
Short Codes Can Intrude Apply user right value
Button Programming NO NO
ST Can not be intruded Apply user right value
User Rights Membership NO NO
Voicemail Deny Auto Intercom Calls Apply user right value
Forwarding NO NO
Enable force login Apply user right value
NO NO
Enable force account code Apply user right value
NO NO
Inhibit Off-Switch Forward/Transfer Apply user right value
NO NO
[Enable outgaing call bar Apply user right value
Coverage Group Apply user right value
None v NO
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In this compliance testing, the same 2 sets of user rights templates were created with names as
highlighted in the red box below for Primary and Expansion Server.

AVAYA
% Solution  Call Management = System Settings =~ Security Manager ~ Applications
User Rig hts + Add User Right ~
Show All CHECK
Common ObjeCt Name Priority External Call Barring System Name

CHECKIN 5 Mo IPOPRI VA |

IPOPRI CHECKIN_BAR. 5 Yes IPOPRI P ]

IPOEXP

CHECKIN_BAR_DND 5 ‘fes IPOPRI P ]

CHECKIN_DMD 5 Mo IPOPRI s

CHECKIN_DOM 5 Mo IPOPRI VA |

CHECKIN_DOM_DMND 5 Mo IPOPRI VA |

CHECKIN_LOC 5 Mo IPOPRI P ]

CHECKIN_LOC_DND 5 Mo IPOPRI P

CHECKOUT 5 fes IPOPRI s 1

CHECKIN 5 Mo IPOEXP VA |

CHECKIN_BAR 5 Yes IPOEXP s 0

CHECKIN_BAR_DND 5 Yes IPOEXP P ]

CHECKIN_DMND 5 Mo IPQEXP P

CHECKIN_DOM 5 Mo IPOEXP VA |

CHECKIN_DOM_DMND 5 Mo IPOEXP VA |

CHECKIN_LOC 5 Mo IPOEXP P ]

CHECKIN_LOC_DND 5 Mo IPQEXP P ]

CHECKOUT 5 fes IPQEXP P |

Displaying 1 - 18 of 18
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During this compliance testing, the Enable outgoing call bar field was checked for the user
rights CHECKOUT to prevent the guest room users from making calls out to the PSTN when
either of these user rights is applied.

AVAYA

@ Solution = Call Management = System Settings = Security Manager ~ Applications

IPOPRI

User

Short Codes

Button Programming
Telephony

User Rights Membership
Voicemail

Forwarding

User Rights | CHECKOUT

Call Settings
Can Intrude
NO

Can not be intruded
MO

Deny Auto Intercom Calls
MNO

Enable force login
MNO
Enable force account code

MO

Inhibit Off-Switch Forward/Transfer
MO

Multiline Options

Apply user right value
NO

Apply user right value
NO

Apply user right value
NO

Apply user right value
NO

Apply user right value
NO

Apply user night value
NO

Enable outgoing call bar
YES

Coverage Group

Mone hd

Apply user right value

Apply user right value
NO

Call Log

User rights CHECKIN_DND was set with Enable do not disturb and Apply user right value
set to YES. With this user right applied, Guest user will not be disturbed upon Check-In to hotel

room.
AVAYA [
% Solution ~ Call Management =~ System Settings = Secunty Manager  Applications 2 ?
User Rights | CHECKIN_DND
IPOPRI
User
Name Application Servers Groups
Short Codes
CHECKIN_DND
Button Programming
Locale Apply user right value
Telephony s NO
User Rights Membership o .
Priority Apply user right value
Vaoicemail s — NO
Forwarding Enable do not disturk Apply user right value
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User rights CHECKIN_LOC means that guest will only be able to make local calls. User rights
CHECKIN_DOM means that guest user will be able to call up to domestic (long distance) but
not international. Short Codes will be used in this case to restrict domestic or international calls
by the digits dialed. These will be applied to both Primary and Secondary Servers.

AVAYA

% Solution  Call Management  System Settings =~ Security Manager ~ Applications

User Rights | CHECKIN_LOC

IPOPRI

User
Apply user right value

Short Codes

Button Programming

Telephony

User Rights Membership

Code Telephone Mumber  Feature Line Group ID Force Account C...  Force Authorizati..
Voicemail

902 S02N=902MN Barred 2 Mo Mo V|
Forwarding

9001 S001N=3001N Barred 2 Mo Mo S

AVAYA

% Solution = Call Management = System Settings = Security Manager  Applications

User Rights | CHECKIN_DOM

IPOPRI

User

Apply user right value
Short Codes NO

Button Programming

Telephony

User Rights Membership

Code Telephone Number  Feature Line Group ID Force AccountC...  Force Authorizati...

Voicemail
|guc|1 900IN=9001N Barred 7 No No s |

Forwarding

The rest of the user rights will be a combination of the above.
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5.11. Administer System Password
From the home menu, select Security Manager - Service Users. Click on the pencil icon to

edit the Administrator.

AVAYA

% Solution  Call Management = System Settings = Secunty Manager  Applications

Service Users

Name

Administrator
EnhTcpaService
IPDECTService
BranchAdmin
BusinessPartner

Maintainer

Access Rights

2 ?

Synchronize Service User and System Password + Add Service Users

Administrator Group, System Status Group, Business Partner  User Preferences

TCPA Group, TCPA Group

IPDECT Group, IPDECT Group

SMGR. Admin

Business Pariner

Maintainer

User Preferences
User Preferences
User Preferences
User Preferences

User Preferences

N
= =

A S
r

.
b

On the Edit Service User screen below, click the pen beside the Password and set the new
password. Click Update to save (not shown). The password is used in Section 6.2 for
Configuration Web Services.

AVAYA
% Solution  Call Management = System Settings =~ Security Manager  Applications 2 ?
Edit Service User
MName Account status
Administrator Enabled
Password Vg
Administrator Group Operator Group System Status Group TCPA Group
YES NO NO
IP DECT Group SMGR Admin Security Admin Backup Admin
NO MO MO MO
Upgrade Admin System Admin Maintenance Admin Business Partner
NO NO NO YES
Customer Admin Maintainer
NO NO
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5.12. Administer SMDR

From the home menu, select System Settings = System - IPOPRI - SMDR. For the Output
field, select “SMDR Only” from the drop-down box. Set IP Address to the WinExpress server
IP address, and set the TCP Port to 5050. Optionally, you can increase the Records to Buffer
field from default 500 to 3000 to provide more buffer for call records in case the SMDR link is
broken. Click Update to save (not shown).

AVAYA
% Solution  Call Management =~ System Settings =~ Security Manager  Applications 2 ?

System Configuration | IPOPRI

System

Cutput
Voicemail

SMDR Only v
System Events
SMTP
DNS IP Address TCP Port Records to Buffer
SMDR o . 1 . 10 . 125 5050 3000 C
LANA Call Splitting for Diverts

MO

LAN2
VolP

WolP Security
Directory Services
Telephony

Contact Center

5.13. Administer Security Settings

From the home screen, select Applications = IP Office Manager. Click on Configuration on
the right pane.

{lll Avaya 1P Office Select Manager for Server Edition IPOPRI [10.0.0.2.0 build 10] [Administrator(Administrator)]
Fle Edit View Tooks Help

DEEA v oH

Server Edition

Open...
8 Server Edition Primary @ Configuration

3 T

- System Status

@ Hardware Installed

Cantrol Unit IPO-Linue-PC % Voicemail Administration
Secondary Server: NONE
Expansion Systems: 10.1.30.151 @ Resiliency Administration

System Identification: 82630f12a43500573262c98545bd271047d867d0

!- On-boarding
Serial Number. 000c296a2dd3

[ System Settings :“ IP Office Web Manager
IP Address: 10.1.10.121
et Mask: 255 255 255.0 @ Help
System Locale: United Kingdom (UK English) ¢ Set All Nodes License
Device ID: NONE Source

Number of Extensions on System: 10
%, Secondary Server
% Expansion System
Link...

%, Expansion System
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The Configuration screen is shown. Click on Solution > IPOPRI and then select File >
Advanced - Security Settings (not shown) from the top menu.

Wl Avaya IP Office Select Manager for Server Edition IPOPRI [10.0.0.2.0 build 10] [_[O[x]
File Edit View Tools Help

HE2@E v <8

IPOPRI = System

Configuration a System Inventory

& soore (3) Server Edition Primary
¢ Operator (3)
=) Solution 1 Hardware Installed
i User(1s) C nit: IPO-LinuxPC
5@ Group(1) o -
[+-@ Short Code(46) -
2 Directory(0) E
71 Time Profle(0) Sy fo47dag
#m Account Code(1) Serial Numbe
-y User Rights(18) = System Settings
#5 Location(0) IP Address: 10
B Sub-Met Mask
(-5 IPOEXP Svstem | acal adom (11K Fnalish

The Avaya IP Office Manager for Server Edition - Security Administration — IPOPRI
screen is displayed. From the configuration tree in the left pane, select Security = Services =
Configuration to display the Service: Configuration screen in the right pane. For Service
Security Level, select “Secure, Medium” as shown below. In this compliance testing, Unicorn
used the “Secure” level for the Configuration Web Service interface. Select File = Save
Security Settings and enter the appropriate Service User Name/Password (not shown) to
complete.

{fll Avaya 1P Office Manager for Server Edition - Security Administration - IPOPRI [10.0.0.2.0 build 10] [Administrator]

File Edit View Help

Security Settings Service: Configuration -

= Securty Senvice Details |

@ General

45 System (1) MName [Corfiguration
Host System IPOPRI
Service Port [5005
~{% System Status Interface
% Enhanced TSPI Senvice Securty Level _||Secure. Medium |

-3 HTTP
£3 Web Services
3 Extemal

Ll L«

Senvice Access Source |Unreslm:ted

Repeat the whole process for the security settings of the expansion module IPOEXP as shown in
the screen above.

Il Avaya IP Office Manager for Server Edition - Security Administration - IPOEXP [10.0.0.2.0 build 10] [Administrator]
Fle Edt View Hel

Security Settings Service: Configuration v

E-§ Secuity Service Detals |

Name [Configuration
Host System I\POEXP |
¢ Service Port [50e05
b EL'?::ES?TU;P‘T%CE Frrren Frr o o ISe:ure, Medium | =l
g R roees Service Acoess Source | nresticled =l
£ Bdemal
LYM; Reviewed: Solution & Interoperability Test Lab Application Notes 33 of 57

SPOC 6/14/2017 ©2017 Avaya Inc. All Rights Reserved. WinExplPOSrvR10



6. Configure WinExpress

This section provides the procedures for configuring WinExpress. WinExpress comprises of two
main components, i.e., Phoenix voicemail and Unicorn call billing package and interface
solution. The procedures include the following:

e Obtaining IP Office Configuration Web Service SDK

e Configuring Unicorn

e Configuring Phoenix

6.1. Obtaining Avaya IP Office Configuration Web Service SDK

Avaya provides the IP Office Configuration Web Service SDK for DevConnect members to
incorporate IP Office configuration changes in their solutions. The latest Configuration Web
Service SDK can be obtained from the DevConnect Program Portal at
http://www.devconnectprogram.com/ using a web browser and log in using a valid DevConnect
member account. Then click Downloads = IP Office™., Select from the Choose Interface 2>
Configuration Web Services. Locate and download the latest Configuration Web Service SDK.
Member implementation engineer will then deploy the files from the Configuration Web Service
SDK onto the WinExpress server.
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6.2. Configuring Unicorn

Unicorn is a Windows-based integrated billing and interface solution. This section details the
essential portion of the Unicorn configuration to interoperate with IP Office. These Application
Notes assume that the Unicorn application has already been properly installed by FCS service
Engineer.

1. To enable Unicorn Interface configuration for Phoenix.VMS, AvayalPOPMS,
AvayalPOPMS2 and AvayalPO.CDR, use Unicorn.xml located in the “C:\Program
Files(x86)\FCS\Unicorn\Control\” directory.

In the <Child> section of the xml file, the configuration highlighted in bold below
indicates what needs to be added.

«Child Id="VMS1">

<PropertyIld>MYS99</Propertyld>

<EXEName>Phoenix.VMS . exe< /EXEName>

<!——-gcan be a remote child ; nmeed to insert |full path \\192.168.2.1\Unicorn\Fidel
<LogFilePattern>VMS\WVMS1 -« /LogFilePattern>
<Description>Phoenix.VMS<,/Description>
<¥MLFile>Phoenix-VMS.xml</¥MLFile>
TInLIlngucuenanes . \Privartes \WHel lne, Intt inyueuslams>

<!——can be a remote MSMQ queue—->
<IntfOoutQueueName> . \Private$ \VMS10nt</ IntfoutQueuneName>
<IntfOutQueueFilterThresholdInHour»99999<,/IntfoutQueneFilterThresholdInHour>
<!—— dinterface will filter the packet if it's more than this walue (in hour) as

<!——during startup, the child has to initial a dialog with mother wia tcp/ip bef
<UnicornMotherIPPort>4017</UnicornMotherIPPorts
<MemoryPage>T< / MemoryFage>

</Child>

«Child Id="PBH1">
<PropertyId>MY99</Propertyld>

KEXEName>Avayal POPMSSE . PBX. exe</EXEName>

kLogFilePattern>»PBX\PBX1-</LogFilePattern>

kDescription>Avayal POPMS</Description>

KXHMLFilexAvayal POPMS-PBY . xml</XMLFile>
<IntfInQueuelames>. \Private$\PBX1In<,/IntfInQuenselams>
<IntfOoutQueueNames> . \Private$ \PEBX10ut</ IntfoutQueneName>
<IntfOutQueueFilterThresholdInHour»999599<,/IntfoutQueneFilterThresholdInHour>
<UnicornMotherIFPPort»4018</UTnicornMotherIFFort>
<MemoryFPage>10</HemoryPage>

</Child:>

<Child Id="PBX2">
<PropertyIld>MYS9</Propertyld>

K EXEName»Avayal POPMSSE?2 . PBY . exe< /EXEName>
lLogFilePattern>PBX\PBX2-</LogFilePattern>
lxDescription>Avayal POPMS2 </ Descriptions>

K ¥MLFilex>Avayal POPMS-PBX2 .xml< /¥MLFile>
<IntfInQueueame>. \Privatesf\PEX2In</IntfInfueuclamse>
<IntfOutcQueueName> . \Private$\PEX20ut</Intf0utQueneName>
<IntfOutQueueFilterThresholdInHour»959999</IntfOutQueneFilterThresholdInHour>
<UnicornMotherIPPort>4019</UTnicornMotherIPPort>

<MemoryPage>1l</HemoryPage>

</Child>
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<Child Id="CDER1">

<PropertyId>MY99</PropertyId>
<LogFilePattern>CDRYCDR1-</LogFilePattern>
<EXENamerAvayal PO.CDR.exe< /EXEName>
<Description»AvayalP0O CDR Interface «</Description»
<¥MLFilerxAvayalPO-CDR.xml</¥XMLFile>
<IntfInfuencelames>. \Private$\ SMDRIn</IntfInQueuciame>
<IntfoutQueueName> . Y\ Private$\SMDROut</IntfoutQueueHame>
<IntfoutQueueFilterThresholdInHour>99999<,/Intf0outQueneFilterThresholdInHour>
<UnicornMotherIPPort>4001</UnicornMotherIFPort>

<MemoryFage>9< /MemoryPage>

</Child>

2. Unicorn provides a web interface for configuration of guest rooms, posting like DND and
MW1 on/off updates and operations reporting. An administrator can log in with the
appropriate credentials from http://<server name or ip address/Unicorn.Web/Login.aspx
as shown below by substituting the appropriate server IP address. Select the Property
and log in with the appropriate credentials.

lnicorn

Property: MY¥99-Castel Primus S
Language: English i
User ID: | admin |
Password: |na¢| - |
Change Password

© 2012 FCS Computer Systems | www.fcscs.com
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3. Click Home - System - Interface Listing to show the integrated interfaces and their
status which should show up asT. The list below shows the Device 1D list and their
purpose.

a. FOS1 - Front Office System

b. VMS1- Phoenix Voicemail

c. PBX1 - IP Office Primary Server PMS

d. PBX2 - IP Office Expansion Module PMS
e. CDR1 - IP Office SMDR

Lnicorn

Hi, Administrator Language: m sign out change password

ﬂ Home ‘@' Posting ‘@' Reporting }g’ Configuration Business Date: 09-May-2013 04-Apr-2017 03:29 : Manual Buffer Release(FOS1)
Interface Listing

DEVICE ID DEVICE DESC EXE MAME VERSION STATUS POSTING

N FOS1 Fidelio FIAS FIAS FOS.exe 12374 +*

N VMS1 Phoenix VMS Phoenix.VMS exe 12230 3

W PBX1 AvayalPOPMS AvayalPOPMSSE.PBX exe 1225 .-

N PBX2 AvayalPOPMS2 AvayalPOPMSSE2.PBX exe 1225 3

Ly CDR1 AvayalPO CDR Interface AvayalPO.CDR.exe 1217 ' M/A
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4. The Unicorn Avaya PMS interface module port and data configuration is defined in the
AvayalPOPMS-PBX.xml and AvayalPOPMS-PBX2.xml located in the “C:\Program
Files(x86)\FCS\Unicorn\Control\” directory. Webservice is configured for interfacing
with Configuration Web Services of IP Office Servers.

Examples:

<InterfaceSetting>C )
<InterfaceType>2<fInterfaceType4
<InterfaceSetting>C,127.0.0.1:9600</InterfaceSetting>

etting> —-»
tting> if you change to TCEB/IP please restart interface -->

<! — <InterfaceSetting>1,9600,n,8,1</Interfa

I<InterfaceType}B(fInterfaceTypeﬂ
<!——<InterfaceSetting>http:/ 10.10

). 1< /InterfaceSetting>—->

<!——InterfaceSetting>http:// 1.190.178:8085/TPCConfigurationService</InterfaceSetting—->
<InterfaceSettingrhttp://127.0.0.1:8085/IP0ConfigurationService</InterfaceSetting>

In both configuration xml files, the host is set as the IPAddress of IP Office server (or
Expansion Module) listening to port 50805 which corresponds with the IP Office port at
Section 5.13 and the AccountName and Password administered in Section 5.11. The
password is not revealed for security reasons.

<InterPacketDelay>1000</InterPackecDelay>

H <l-=
Specify delay to allow for sufficient time to collected fragmented data

- -

<CheckRT55ignal>No</CheckRT55ignal>

<l——needed for R5232 Setting only-->

<CheckDTRS5ignal>No</CheckDTRSignal>

<l——needed for R5232 Setting only-->

<CheckCT55ignal>No</CheckCT55ignal>

<l——needed for R5232 Setting only-->

<SendCheckSun>Yes</SendCheckSum>
<MultiPosting»l</MultiPosting>
<InterS5tringDelay>5000</InterStringDelay>
<!——in second-->
<SendRetry>3</SendRetry>
<hoccountNamerAdministrator</AccountName>
<PassWords> </PassWord>
<IPAddres=s>10.1.10.121</IFAddress>
<PortHunber>50805</PortNunkber>
<SendDelay>2000</Sendbelay>

- </CommunicationSetting>
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5. The Unicorn Avaya CDR interface module port & data configuration is defined in the
AvayalPO-CDR.xml located in the “C:\Program Files (x86)\FCS\Unicorn\Control\”
directory. The host is set as tcp.ip type listening to port 5050. This corresponds with the
setup of IP Office SMDR port at Section 5.12.

—j<PEX ID="CDR1">
<!-— need to match with the|X¥ML filename -->

<CommunicationSetting>
<Name>Avaya IPO</Name>

[cFrotocolFormat>2</FrotocolFormat>]
<!—=1 =[5TX]xxxxx=x[ETH], Z=xx=x=x=x=x[13][10] 3=[13][10] xxx=xxxxx, 4=Fixed Lenght-->

<Interfacelype>2</InterfaceType>
<!'—--1 = R5232,] 2=tcp.ip | 3=udp, 4=telnet,S5=bisync 6=file sharing--»

|<InterfaceSecting>H,10.1.10.125:5050</InterfaceSecting> |

<!'—-— if tecp.ip, interfaceSetting could be "X,192.168.1.12:5600" , where = H = host, C=client--x>
<!— 3,9600,n,8,1 - com. port 3, baud rate 9600,n,8,1 —-->
<UDPSvrInterfaceSetting»></UDPSvrInterfaceSetting>
<InterPacketDelay>100</InterPacketDelay:>
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6. The Posting tab below shows the various features such as Check In/Out and Edit Guest
Profile that can be performed from the web interface. The screenshot below shows the
Check In/Out page for checking a guest with name, date, room number and check in/out
date etc.

Lnicorn

Hi, Administrator Language: 3L hd sionout change password

{4 Home

[ Posting
Guest
Room

Charges

BH Reporting

‘}e’ Configuration
Check InfOut

Business Date: 09-May-2013

04-Apr-2017 03:29 : Manual Buffer Release(CDR1)

Edit Profile
Room Change
w CReCK- U

Extn. Mo, : | Mandatory) Extn. No. e.g: 2000 or 1000,2000,3000 B
Room No. E | Ma [[] share Room
Guest Name g | Mandatory} Guest Name | Title
First Name ame Last Name : | (Mandatory) Last Name
Check In : | 04 Apr 2017, Tuesday 00 v i 00 N
Check Out : | 05 Apr 2017, Wednesday 12 > 00 ~
Folio No. Group No.
VIP No. Password
Language : | EN-English v
Cos i UA-Unbar all (IDD/Intl and STD/Domestic and local call ) 7
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7. Click Configuration - Extensions and select Primary Extension Numbering or Slave
Extension to view the extensions configured with each room.

lnnicorn

Hi, Administrator Language: m sign out change password

ﬁ Home g Posting g Reporting ;{ Configuration Business Date: 09-May-2013 04-Apr-2017 03:29 : Manual Buffer Release(CDR1)
Company Hierarchy
Primary Extension Numberi Extensigns Extension Type
ExtnNo | ExtnName | Proper Computation Extension Type Posting l Code | TaxCode .
Code Mapping I Primary Extension Numbering I E Edit Delete A
301 Extn. 301 |MYS9 Telephone Tariff Authorization code 0 ’ m
304 Admin MY99 Printing I o 2l 0
305 Admin MYS9 Others Transfer Charge 0 V4 m
601 Extn. 601  |MYS9 Read Only Temporary Slave Extension l 0 , m v
T T Special Telephone Numbers Al =
Primary bering Infor
Extension Number From : | [RRCH | Service Charge Code :
Name : | ! Voucher Code :
Section (Dept) : [01-Admin(01) v] Log Code :
concenter:[ | R —
BudgetCharge:[ | Post To FOS :
Budget Duration : :l Guest :
oessomaton .| , ] C T

The screenshot below shows the Slave Extension page which also lists the primary

extension number on the left column.

l'nicorn

Hi, Administrator Language: m sign out change password

ﬂ Home @' Posting ‘@' Reporting )';’ Configuration Business Date: 09-May-2013 04-Apr-2017 03:29 : Release buffer to PMS. Matched ReleaseM.
Slave Extension List
ExtensionNumber PropertyID SlaveExtension = G
301 MY99 302 P4 1]
601 Myog 631 V4 o
602 MY99 632 P4 1]
Slave Extension Information
Extension Number - ’ﬁ =[] Admi
Sve bxtenson: -
O e
Fields marked with an asterisk * are required.
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6.3. Configure Phoenix

This section details the essential portion of the Phoenix configuration to interoperate with IP
Office. These Application Notes assume that the Phoenix application has already been properly
installed by FCS services engineer.

The following settings will be verified:

License Verification

PBX setting

Server setting

Service Numbers (Entry Points)

6.3.1. License Verification

To log into the Phoenix System, launch any browser and type in the Phoenix Configuration
URL,; in this case http://<localhost, server name or ip address>/PhoenixWebUI/Login.aspx as
shown below by substituting the appropriate server IP Address. At the login screen, enter an
account with administrative privileges.

R = | -
e'@| & http://localhost/VoicemailWebll, © ~ & || & Phoenix | | {lh f:? {’@}
7 "‘ 2 ¥y ;_/'
1 /j OCI1i)
User Type :|Admin User V|
UserID : || |
Property : |FCSHotel v|
Password : |
Login
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Select License = Active Licenses. Ensure that the License has not expired.

Property Language
[FCSHotel v/|[English

Hotel Operation
License = Upload License File

Upload License File Active Licenses

Please Select Organization |FCSHote\ V|
Organization Code | Property Name | Property Code | Expiry Date | License Type | Action
EV0001 FCSHotel 001 2017-06-20 |Temporary rd

Administration  Utilities Reports Fax License

System Configuration

Click on the pen icon under Action as shown in the screen above and view the details. Ensure
that the appropriate license parameters are enabled.

License Details

License Type: Temporary Modules:
Expiry Date : 2017-06-20 Room Status
MAC Address”: 00:50:56:8E:49:D2 Auto WakeUp

Auto Attendant
Organization: Evaluation VEM
Organization Code : EV0001 ConsoleXML
Property : FCSHotel MiniBar
External Code : 1 :

Voicemail
Address - | |

Fax
Number Of Rooms : Unlimited Agent-Assisted VIP Wakeup Call
Number Of Mailboxes : 10000 Voicemail to Email
Number of Concurrent Super . .
Users Session - Unlimited Check Out Reminder
Number of Concurrent Users . Languages:
Session Unlimited Engiish
Number Of SIP Ports : MAX
Number Of Analog Ports - 0 WebUI Languages:
Number Of E1 Ports : 0 English
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6.3.2. PBX Setting
From the home screen, select System Wide Setting from the drop-down menu.

s Prope Langl{a'ge

System Wide Seffing e

v ‘ 2 Sign Out

System Configuration  Hotel Operation =~ Administration  Utilities Reports  Fax 1

System Configuration =» Hardware Seftings = Channels = Entry Point

Select the PBX tab below. Click on the pen icon and view the PBX settings. Ensure that the
following settings are configured:

e PBX Name: Enter the appropriate name

e PBX Type: Select Avaya_IPOffice_v9.1 from the drop-down menu

e PBX Version Optional field for information

e DTMF Type: Select RFC2833 from the drop-down menu as configured in
Section 5.4 for Primary SIP Extensions

e FAX Protocol: Select None as fax feature is not offered

e Trunk Type: Enter SIP for SIP type of signaling with IP Office

e Click Save

Property Language

D =Y P [System Wide Setting || English v

System Wide Setting

PBX

g\;%ya PO 7 PBX Name [Avaya IPO R10

PBX Type [Avaya_IPOffice_v8.1 v|
o PBX Version | |
R DTMF Type [RFC2833 v|

Fax Protocol [None v]

Trunk Type [sIP v]

| Save . Reset
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6.3.3. Server Setting

Select the Server tab below and click on the pen icon next to the Server name Phoenix. Check
the box next to “Avaya IPO R10” under PBX Assigned and select the appropriate property from
the drop down Property list. Then click on the Pencil icon to edit the settings.

System Wide Setting

Y ]

Phoenif <

Please restart application for the changes to take effect nguage
[ 1{ D) App Server Name nglish M §
P Port I
Channel Monitor IP 1 [127.0.0.1 | [18s88 |
Channel Monitor IP 2 | | | _
Channel Monitor IP 3 | | ] |
System Trace Debug Info Log Warning
Info Log Level
E-connect IVR Host Port
SMTP IMAP
Enable O
Server | [
Port No. | |
SMTP SSL PortNo. | MAR lse SS1
Email Address |
SMTP Username I

SMTP Password |

PBX Assigned | Interoperability Property

|ZAvaya IPOR1D |/ [FcsHotel v
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A pop-up form appears, and the SIP User settings are configured as follows:

SIP Registration Name:
PBX IP:

Local IP:

Transport protocol:
Client Extension:

e Contact:

e Time Alive:

Authentication:
Identity:
Realm:

User Name:
Password:

SIP Registration Name
PBX IP

Local IP

Transport protocol
Client Extension

Edit SIP Register record [R]

Provide an appropriate name

Enter Avaya IP Office Server IP address

Enter WinExpress Server IP address

Select UDP

Enter the SIP User in a URL form: “315@10.1.10.121”
Enter the SIP contact as: “315@10.1.10.125”

Enter a time less than 180 seconds (default expiry time for
SIP registration)

Select Yes

Enter the SIP Identity as in Client Extension above
Leave it as default, i.e., ipoffice

User name in Section 5.5.1

Login Code in Section 5.5.1

| AvayalPOL2 |

10.1.10.121 | PortNo[ ]
[10.1.10 125 x| PortNo| |
O TCP @ UDP

315@10.1.10.121 |

Contact 315@10.1.10.125 |
Time Alive |120 |
Authentication ®Yes No

Identity 315@10.1.10.121 |
Realm |ipoﬁice |
User Name 315 |
Password lesssse |

Edit  |Cancel
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6.3.4. Service Numbers (Entry Points)

Select System Configuration = Hardware Settings = Channels = Entry Point from the
home screen. Check that the Service Numbers tally with the Secondary SIP users created in
Section 5.5.2. Create an entry with “W_W” mapped to BUSY/NOANSWER Call Flow,
“315_W” mapped to DIRECT Entry Point for Voice Mail Pilot Number 310 and DIRECT Entry
Point for the rest of the Voice Mail SIP lines 316-317. The Entry Points configured as shown at

the bottom of the home screen.

System Configuration  Hotel Operation

System Configuration = Hardware Settings

Administration  Utilities  Reports

Entry Point

Entry PointFormat :[ |_ W CJAdvanced Setting

Call Flow :[BUSY/NOANSWER v

. Add

Entry Point CPIFormat Description

g7 310_W DIRECT
B/ 2 311_W MINIBAR/ROOMSTATUS
Bl7;3 312_W XPRESS MESSAGE LEAVE
B4 313 W SETAWU
g7 5 W_W BUSY/NOANSWER
B|76 315_W DIRECT
B|77 316_W DIRECT
w78 317_W DIRECT

Fax

= Channels = Eniry Point
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7. Verification Steps

This section provides the tests that can be performed to verify the correct configuration of Avaya
IP Office and WinExpress.

7.1. Verify SIP User Integration

From a PC running the Avaya IP Office Monitor application, select Start > All Programs 2>
IP Office = Monitor to launch the application. Click File = Select Unit... and select the
Primary Server for the Control Unit IP Address. Enter the appropriate Username and
Password. Leave the rest as default.

Select System to Monitor [ x|

Enter Contral Unit IF &ddress
[mrn.nnn.nnn.nnn]

or

Contral Unit IF Address:Dew No.
[mrn. nne.nnn.nRn: mm)

[10110121 =]

Praotocol

[HTTPS =]

Part
|443

| zermame

I.ﬁ.dministratur

Pazzword

Trace Log Settings Filename

IE:"\LI sershdevmnnect'\.&pp[ﬁlj _I

Cancel |
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Select Status = SIP Phone Status from the top menu and the SIPPhoneStatus screen is
displayed. Verify that there are entries for the three Primary SIP Extensions 315, 316 and 317
configured in Section 5.4 and the Status shown is “SIP: Registered” for each, as shown below.

[ SIPPhoneStatus
Total Configured: 6
Total Registered: 3

‘Walting 3 secs for update

Registered Status [INNNNNEEEEEN

= B3

Exth Mum | UserNumI Security Echind NAT | IP Address | Private Address | Transport | User Agent | Licensed I SIP Options | SIP Events | SIP Subs. | Status | Lasthy... | L
3 3 dizable 0.0.00 ua? Mo Licence 1] SIF: Unregistered

312 312 disable oo.0on ua? Mo Licence 1} SIP: Unregistered

313 313 disable 0o.0o uaz No Licence a SIP: Unregistered

318 318 disable 10110125 upP Syrway/5.4.0.0 3rd Party IP R o ISIP: Registered 3
316 316 dizable 10110125 uor Syrway/5.4.0.0 3rd Party IP R 0 SIP: Registered 3
a7 a7 disable 1010025 uprP Syrway/5.4.0.0 3rd Party IP R 0 ISIP: Registered 3
4| | |

Digplay Optian -

|7‘.;. Sl @ Feiemd ® UyFered)| R ZI SavePage|  ResetPhores |  Reregister Phones Cancel |
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7.2. Verify Message Waiting Lamp

Check-In a guest and leave a message for the room. Verify physically or from IP Office System
Status application as below that the message waiting lamp is on. Retrieve the message and verify
that the message waiting lamp is turned off on the phone.

LYM; Reviewed:
SPOC 6/14/2017

M Avaya IP Office System Status - TPOPRI (10.1.10.121) - TP Office Linux PC 10.0.0.2.0 build 10

IP Office System Status

Extension Status

Extension Mumber:
IP address:

MAC address:
Standard Location:
Gatekeeper:
Telephone Type:
Firmware Version:
Media Stream:
Layer 4 Protocol:
Current User Extension Number:
Current User Name:

Forwarding:

Twinning:
Do Mot Disturb:

301
10,1,10.174
B4-B0-17-8B-7C-12
Maone
Primary
9621
6.6401

RTP

TCP

301

Room 1-1

Forward On No Answer 315
Forward On Busy 315

off
Off

|Message Waiting:

Dnl

Phone Manager Type:
Licensed:

License Reserved:

Last Date and Time License Allocated:
DTMF Required:

Packet Loss Fraction:

Jitter:

Round Trip Delay:

Mong

Yes

Mo

3/31/2017 4:37:56 PM

Mo
Connection Type:
Codec:
Remote Media Address:

Button Type Call Ref Current State Time in State Calling Mumber or Called Direx
Mumber
1 CA Idle 00:03:25
CA Idle
3 CA Idle
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7.3. Verify Configuration Web Service Integration

Use a simulator to perform a guest Check-In request. From the home menu of the IP Office Web
Manager, select Call Management = Users and check the CHECKIN box under USER
RIGHTS on the left pane. Verify on the right pane that the appropriate rooms are Check-In and
that physically the guest name is updated on the phone display (depending on phone type) or
from the next screen.

AVAYA

% Solution = Call Management = System Settings =~ Security Manager =~ Applications 2 ?
Users Actions ~ +Add User v
Show All 7| search on 'Name', 'Extension’, 'DID', 'System name'
Name Extension DID Hunt Groups Woicemail System Name
IPOPRI Room 1-1 301 off IPOPRI /s o
IPOEXP
Room 1-2 302 off IPOPRI S
Basic User
Power User
Office Worker User
Non-icensed User
Receptionist
CHECKIN_BAR
CHECKIN_LOC_DND =
CHECKIN_DOM
CHECKIN_BAR
CHECKIN

Click on the pen icon for Room 1-1 as seen in the screen above and verify the Full Name is
correctly reflected.
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AVAYA

Solution  Call Management  System Setting:

Security Manager ~ Applications

User | Room 1 -1 (301)

IPOPRI
User I~
. . Name Full Name Password
Veicemail Room 1-1 Patrick Eng
Short Codes
Unique Identity
Button Programming
Telephony
Forwarding Extension Account Status Profile
Mobility 301 v Enabled ~ Basic User ~
Group Membership
Locale Priarity
Voice Recording Select o 5 o
Do Mot Disturb Login Code Confirm Login Code
Announcements cesees P
Personal Directory Audio Conference PIN Confirm Audio Conference PIN System Phone Rights
SIP None N
Menu Programming Device Type
Dial In
Source Numbers
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7.4. Verify SMDR

On the Unicorn web interface, click Home - System - Billing. Place a few outbound calls to

an internal, local, mobile, toll free and international location. Verify that the calls are all
processed correctly as shown below:

lnicorn

Hi, Administrator Language: sign out change password
ﬂ Home @ Posting ‘@' Reporting }g’ Configuration Business Date: 04-May-2013 30-Mar-2017 16:52 : Invalid or no cal
Billing - x | A
Data last refreshed: 5:18:42 PM Data will be refreshed every 30 sec A
] Auto refresh | Refresh | Berer pollreine
SENDER DATE EXTNNO ROOM TRUNK TELEPHOME DESTINATION DURATION GCOST BASIC SURCHARGE PROFIT TAX SERVICE
CDR1 QU:I?JN..'BBD 30 301 020388810000 LOER 12s 010 010 0.00 0.00 0.00 0.00
17:17:24 Lumpur
CDR1 fg?’;ﬂ;ﬂﬂ 301 301 GET 28200 Singapore 23 020 020 0.00 0.00 0.00 0.00
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7.5. Verify Phoenix Voicemail Integration

on the left pane that the Voice Engine status shows ‘VoiceEngine Started’ and the voice
channels under Status Since column are Idle or Reserved. Once the Unicorn communication
has been successfully established, the Unicorn status will show up as Connected.

T

File  Settings Help

v

VoiceApp Voice System (version:2.1.0.4)

mE

Web Config Exit
| = MYSGL Connected | Session  FxtensionNo  Status Since CalledNo CalingNo Seript Voice CRN Script
L Idle [2017-04-06 10:24:02] SIP Tk, H:0 [Idle]
| \; VormeSarver Stated | 3 Idie [2017-04-06 10:29:09] SIP Tk, H:2 [idle]
oiceServer Statte 2 Idie [2017-04-06 10:30:47] SIPTrunk, H:1 [icle]
I,Q' Unicom Connected . I
VoiceEngine Started I
Rsc  Name Hande  Status Session 2
General Info CPU/MEM/HDD Voice System & Call Info
Name Info ~ Name Info ~ Mame Info ~
Session CPU Voice System
System User Administrator = Total Processor 4 - System Startup 2017-03-31 16:27.07
Interactive Mode  True CPU Stats 7%, 12% 4%, T% ~|| | System Last Shut... 2017-03-30 17:50.55 H
|PAddress Processor Intel(R) Xeon(R) CPL Last Housekesp ~ None
P2 10110125 e System Uptime 06 18:09:42
1P_3 2001:0:9d38:6abd: 7:3d26:8937031a Free Vitual Mem 512677 (MB) Message Storage Details
IP_1 fe80:7:3da6:8937b31a%13 Total Mem 8151.43 (MB) Remaining Mess... 42442 messages
Anerstinn Guctam )| | Total Vitual Mem  9471.49 (MB) || | Remainina Vaice ... 707 hours v
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Dial one of the guest room or front office phone and let it cover to voicemail. Observe that one
channel of the SIP Channel is busy as shown below. Verify that leaving a voice mail message to
either a guest or front office mailbox works. Also, to verify the Operator transfer function, call
any checked-in guest room and let it go to coverage on the voicemail. Press the prompted digit to
select for call to be routed to Operator. Verify call is connected to Operator.

O

File Settings Help

v

VoiceApp Voice System (version:2.1.0.4)

BE |

Web Cenfig Exit
| = MYSQL Connected | Session  ExtensionNo _Statis Since CalledNo CalingNo  Seript Voice CRN Scipt
L Busy [2017-04-06 10:23:41] SIPTrunk, H:0 [Busy]
\; Voo Sorror Staed e 207 70205 15052 SIPTrunk, H:2 [idle]
piceSever State 2 Idle [2017-04-05 15:20:13] SIPTrunk, H:1 [idie]
|0 Unicom Connected |
VoiceEngine Started . |
Rsc  Name Hande  Status Session -
General Info CPU/MEM/HDD Voice System & Call Info
Name Info ~| | Name Info ~| | Name Info ~
Sessicn CPU Voice System
System User Administrator = | | Totsl Procsssor 4 _|| | System Statup  2017-03-31 162707
Interactive Mode  True CPU Stats 1%, 2%, 4%, 2% = | System Lest Shat... 2017-03-3017:50:55 =
|PAddress Processor Intel{R) Xeon(R) CPU Last Housskesp  None
P2 10110125 Memery System Uptime 06 17:56:39
IP_3 2001:0:3438:6abd:7:3d6:8937 6312 Fres Vitual Mem 515591 (MB) Message Storage Details
IP1 fe80:7:3da6:8937b31a% 13 Total Mem 8191.49 (MB) Remaining Mess... 42447 messages
Anarstinn Suctam | | Total Vitual Mem__5471.43 (ME) ~ | | Remaining Voice ... 707 hours v
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8. Conclusion

These Application Notes describe the configuration steps required for WinExpress 3.0 to
successfully interoperate with Avaya IP Office Server Edition R10. All features and
serviceability test cases were completed with observation noted in Section 2.2.

9. Additional References
This section references the product documentation relevant to these Application Notes.

[1] 1P Office KnowledgeBase 10.0 Documentation Library, available at
http://marketingtools.avaya.com/knowledgebase/

Product information and documents for WinExpress Phoenix and Unicorn can be obtained from
FCS Computer Systems Sdn Bhd.
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and ™
are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks are the
property of their respective owners. The information provided in these Application Notes is
subject to change without notice. The configurations, technical data, and recommendations
provided in these Application Notes are believed to be accurate and dependable, but are
presented without express or implied warranty. Users are responsible for their application of any
products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya DevConnect
Program at devconnect@avaya.com.
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